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Priambel

Dieses Kirchengesetz wird erlassen in Ausiibung des verfassungsrechtlich garantierten
Rechts der evangelischen Kirche, ihre Angelegenheiten selbststindig innerhalb der
Schranken des fiir alle geltenden Gesetzes zu ordnen und zu verwalten. ;Dieses Recht ist
europarechtlich geachtet und festgeschrieben in Artikel 91 und Erwégungsgrund 165 Ver-
ordnung EU 2016/679 des Europidischen Parlaments und des Rates vom 27. April 2016
zum Schutz natiirlicher Personen bei der Verarbeitung personenbezogener Daten, zum
freien Datenverkehr und zur Authebung der Richtlinie 95/46/EG (Datenschutz-Grundver-
ordnung) sowie Artikel 17 Vertrag iiber die Arbeitsweise der Europidischen Union
(AEUV). ;In Wahrnehmung dieses Rechts stellt dieses Kirchengesetz den Einklang mit
der Datenschutz-Grundverordnung her und regelt die Datenverarbeitung im kirchlichen
und diakonischen Bereich. 4Die Datenverarbeitung dient der Erfiillung des kirchlichen
Auftrags.

Kapitel 1
Allgemeine Bestimmungen

§1

Zweck des Gesetzes

Zweck dieses Kirchengesetzes ist es, die einzelne Person davor zu schiitzen, dass sie durch
den Umgang mit ihren personenbezogenen Daten in ihrem Personlichkeitsrecht beein-
trachtigt wird.
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§2
Anwendungsbereich

(1) Dieses Kirchengesetz gilt fiir die Verarbeitung personenbezogener Daten durch die
Evangelische Kirche in Deutschland, die Gliedkirchen und die gliedkirchlichen Zusam-
menschliisse, alle weiteren kirchlichen juristischen Personen des 6ffentlichen Rechts sowie
die ihnen zugeordneten kirchlichen und diakonischen Dienste, Einrichtungen und Werke
ohne Riicksicht auf deren Rechtsform (kirchliche Stelle). ;Die Evangelische Kirche in
Deutschland, die Gliedkirchen und die gliedkirchlichen Zusammenschliisse stellen sicher,
dass auch in den ihnen zugeordneten Diensten, Einrichtungen und Werken dieses Kir-
chengesetz sowie die zu seiner Ausfithrung und Durchfithrung erlassenen weiteren Be-
stimmungen Anwendung finden. ;Die Evangelische Kirche in Deutschland und die Glied-
kirchen fiihren jeweils fiir ihren Bereich eine Ubersicht iiber die kirchlichen Werke und
Einrichtungen mit eigener Rechtspersonlichkeit, fiir die dieses Kirchengesetz gilt. 4In die
Ubersicht sind Name, Anschrift, Rechtsform und Titigkeitsbereich der kirchlichen Werke
und Einrichtungen aufzunehmen.

(2) Dieses Kirchengesetz gilt fiir die ganz oder teilweise automatisierte Verarbeitung
personenbezogener Daten sowie die nichtautomatisierte Verarbeitung personenbezogener
Daten, die in einem Dateisystem gespeichert sind oder gespeichert werden sollen.

(3) Dieses Kirchengesetz findet Anwendung auf die Verarbeitung personenbezogener
Daten im Rahmen der Tétigkeit einer kirchlichen Stelle oder in deren Auftrag, unabhéngig
vom Ort der Verarbeitung.

(4) Dieses Kirchengesetz findet keine Anwendung auf die Verarbeitung personenbezo-
gener Daten durch natiirliche Personen zur Ausiibung ausschlieBlich personlicher oder
familidrer Tétigkeiten.

(5) Die Vorschriften dieses Kirchengesetzes gehen denen des Verwaltungsverfahrens-
und -zustellungsgesetzes der Evangelischen Kirche in Deutschland vor, soweit bei der
Ermittlung des Sachverhaltes personenbezogene Daten verarbeitet werden.

(6) Soweit andere kirchliche oder staatliche Rechtsvorschriften, die kirchliche Stellen
anzuwenden haben, die Verarbeitung personenbezogener Daten regeln, gehen sie diesem
Kirchengesetz vor.

§3
Seelsorgegeheimnis und Amtsverschwiegenheit
1Aufzeichnungen, die in Wahrnehmung eines kirchlichen Seelsorgeauftrages erstellt wer-
den, diirfen Dritten nicht zugénglich sein. ;Die besonderen Bestimmungen iiber den Schutz
des Beicht- und Seelsorgegeheimnisses bleiben unberiihrt. ;Gleiches gilt fiir die sonstigen
Verpflichtungen zur Wahrung gesetzlicher Geheimhaltungs- und Verschwiegenheits-
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pflichten oder von Berufs- oder besonderen Amtsgeheimnissen, die nicht auf gesetzlichen
Vorschriften beruhen.

§4

Begriffsbestimmungen

Im Sinne dieses Kirchengesetzes bezeichnet der Ausdruck:

1.

,personenbezogene® Daten alle Informationen, die sich auf eine identifizierte oder
identifizierbare natiirliche Person (im Folgenden ,,betroffene Person®) beziehen;
identifizierbar ist eine natiirliche Person, die direkt oder indirekt, insbesondere mit-
tels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu
Standortdaten, zu einer Online-Kennung oder zu einem oder mehreren besonderen
Merkmalen identifiziert werden kann, die Ausdruck der physischen, physiologi-
schen, genetischen, psychischen, wirtschaftlichen, kulturellen oder sozialen Identi-
tat dieser natiirlichen Person sind;

,,besondere Kategorien personenbezogener Daten*

a) alle Informationen, aus denen religiése oder weltanschauliche Uberzeugungen
einer natiirlichen Person hervorgehen, ausgenommen Angaben {iber die Zuge-
horigkeit zu einer Kirche oder einer Religions- oder Weltanschauungsgemein-
schaft,

b) alle Informationen, aus denen die ethnische Herkunft, politische Meinungen
oder die Gewerkschaftszugehdrigkeit einer natiirlichen Person hervorgehen,

c) genetische Daten,
d) biometrische Daten zur eindeutigen Identifizierung einer natiirlichen Person,
e) Gesundheitsdaten,

f) Daten zum Sexualleben oder der sexuellen Orientierung einer natiirlichen Per-
son.

,,Verarbeitung* jeden mit oder ohne Hilfe automatisierter Verfahren ausgefiihrten
Vorgang oder jede solche Vorgangsreihe im Zusammenhang mit personenbezoge-
nen Daten wie das Erheben, das Erfassen, die Organisation, das Ordnen, die Spei-
cherung, die Anpassung oder Verdnderung, das Auslesen, das Abfragen, die Ver-
wendung, die Offenlegung durch Ubermittlung, Verbreitung oder eine andere Form
der Bereitstellung, den Abgleich oder die Verkniipfung, die Einschrénkung, das Lo-
schen oder die Vernichtung;

,,Einschrankung der Verarbeitung™ die Markierung gespeicherter personenbezoge-
ner Daten mit dem Ziel, ihre kiinftige Verarbeitung einzuschrénken;

,,Profiling® jede Art der automatisierten Verarbeitung personenbezogener Daten, die
darin besteht, dass diese personenbezogenen Daten verwendet werden, um be-
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10.

11.

12.

13.

stimmte personliche Aspekte, die sich auf eine natiirliche Person beziehen, zu be-
werten, insbesondere um Aspekte beziiglich Arbeitsleistung, wirtschaftlicher Lage,
Gesundheit, personlicher Vorlieben, Interessen, Zuverldssigkeit, Verhalten, Auf-
enthaltsort oder Ortswechsel dieser natiirlichen Person zu analysieren oder vorher-
zusagen;

,,Pseudonymisierung die Verarbeitung personenbezogener Daten in einer Weise,
dass die personenbezogenen Daten ohne Hinzuziehung zusétzlicher Informationen
nicht mehr einer spezifischen betroffenen Person zugeordnet werden konnen, sofern
diese zusétzlichen Informationen gesondert aufbewahrt werden und technischen und
organisatorischen MaBinahmen unterliegen, die gewahrleisten, dass die personen-
bezogenen Daten nicht einer identifizierten oder identifizierbaren natiirlichen Per-
son zugewiesen werden;

,~Anonymisierung® die Verarbeitung personenbezogener Daten derart, dass die Ein-
zelangaben liber personliche oder sachliche Verhéltnisse nicht mehr oder nur mit
einem unverhiltnisméBig hohen Aufwand an Zeit, Kosten und Arbeitskraft einer
betroffenen Person zugeordnet werden konnen;

,,Dateisystem* jede strukturierte Sammlung personenbezogener Daten, die nach be-
stimmten Kriterien zugénglich sind, unabhédngig davon, ob diese Sammlung zentral,
dezentral oder nach funktionalen oder geografischen Gesichtspunkten geordnet ge-
fiihrt wird;

,verantwortliche Stelle” die natiirliche oder juristische Person, Behorde, Einrich-
tung oder andere Stelle, die allein oder gemeinsam mit anderen tiber die Zwecke und
Mittel der Verarbeitung von personenbezogenen Daten entscheidet;

Auftragsverarbeiter* eine natiirliche oder juristische Person, Behorde, Einrichtung
oder andere Stelle, die personenbezogene Daten im Auftrag der verantwortlichen
Stelle verarbeitet;

-Empfianger eine natiirliche oder juristische Person, Behorde, Einrichtung oder an-
dere Stelle, der personenbezogene Daten offengelegt werden, unabhéngig davon, ob
es sich bei ihr um einen Dritten handelt oder nicht;

,.Dritter eine natiirliche oder juristische Person, Behorde, Einrichtung oder andere
Stelle, au3er der betroffenen Person, der verantwortlichen Stelle, dem Auftragsver-
arbeiter und den Personen, die unter der unmittelbaren Verantwortung der kirchli-
chen Stelle oder des Auftragsverarbeiters befugt sind, die personenbezogenen Daten
zu verarbeiten;

»Einwilligung® jede freiwillig fiir den bestimmten Fall, in informierter Weise und
unmissverstindlich abgegebene Willensbekundung der betroffenen Person in Form
einer Erkldrung oder einer sonstigen eindeutigen bestitigenden Handlung, mit der
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14.

15.

16.

17.

18.

19.

19a.

20.

die betroffene Person zu verstehen gibt, dass sie mit der Verarbeitung der sie be-
treffenden personenbezogenen Daten einverstanden ist;

,,Verletzung des Schutzes personenbezogener Daten eine Verletzung der Sicher-
heit, die, ob unbeabsichtigt oder unrechtméBig, zur Vernichtung, zum Verlust, zur
Verdnderung oder zur unbefugten Offenlegung von oder zum unbefugten Zugang
zu personenbezogenen Daten fiihrt, die iibermittelt, gespeichert oder auf sonstige
Weise verarbeitet wurden;

,genetische Daten® personenbezogene Daten zu den ererbten oder erworbenen ge-
netischen Eigenschaften einer natiirlichen Person, die eindeutige Informationen tiber
die Physiologie oder die Gesundheit dieser natiirlichen Person liefern und insbe-
sondere aus der Analyse einer biologischen Probe der betreffenden natiirlichen Per-
son gewonnen wurden;

,.biometrische Daten* mit speziellen technischen Verfahren gewonnene personen-
bezogene Daten zu den physischen, physiologischen oder verhaltenstypischen
Merkmalen einer natiirlichen Person, die die eindeutige Identifizierung dieser na-
tiirlichen Person ermdglichen oder bestdtigen, wie Gesichtsbilder oder daktylosko-
pische Daten;

,,Gesundheitsdaten personenbezogene Daten, die sich auf die korperliche oder
geistige Gesundheit einer natiirlichen Person, einschlieBlich der Erbringung von
Gesundheitsdienstleistungen, beziehen und aus denen Informationen iiber deren
Gesundheitszustand hervorgehen;

,,Drittland“ einen Staat, in dem die Datenschutz-Grundverordnung keine Anwen-
dung findet;

,,Unternehmen® eine natiirliche oder juristische Person, die eine wirtschaftliche Té-
tigkeit ausiibt, unabhéngig von ihrer Rechtsform, einschlieBlich Personen-, Kapi-
talgesellschaften oder Vereinigungen, die regelméBig einer wirtschaftlichen Tatig-
keit nachgehen;

,,Unternechmensgruppe® eine Gruppe, die aus einem herrschenden Unternehmen und
den von diesem abhingigen Unternchmen besteht;

.Beschéftigte*

a) die in einem Pfarrdienst- oder in einem kirchlichen Beamtenverhiltnis oder in
einem sonstigen kirchlichen 6ffentlich-rechtlichen Dienstverhiltnis stehenden
Personen,

b) Arbeitnehmerinnen und Arbeitnehmer, einschlielich der Leiharbeitnehmerin-
nen und Leiharbeitnehmer im Verhéltnis zum Entleiher,

c) zu ihrer Berufsausbildung Beschiftigte,
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21.

22.

d) Teilnehmende an Leistungen zur Teilhabe am Arbeitsleben sowie an Abklarun-
gen der beruflichen Eignung oder Arbeitserprobungen (Rehabilitationen),

e) Beschiftigte in anerkannten Werkstitten flir Menschen mit Behinderungen,

f) nach dem Bundesfreiwilligen- oder dem Jugendfreiwilligendienstgesetz oder in
vergleichbaren Diensten Beschiftigte,

g) Personen, die wegen ihrer wirtschaftlichen Unselbstdndigkeit als arbeitnehmer-
dhnliche Personen anzusehen sind; zu diesen gehoren auch die in Heimarbeit
Beschiftigten und die ihnen Gleichgestellten,

h) Bewerbende fiir ein Beschéftigungsverhéltnis sowie Personen, deren Beschif-
tigungsverhiltnis beendet ist;

,,IT-Sicherheit* den Schutz der mit Informationstechnik verarbeiteten Daten insbe-
sondere vor unberechtigtem Zugriff, vor unerlaubten Anderungen und vor der Ge-
fahr des Verlustes, um deren Vertraulichkeit, Integritdt und Verfligbarkeit zu ge-
wihrleisten;

Linstitutionelle Aufarbeitung sexualisierter Gewalt” jede systematische, nicht auf
den Einzelfall bezogene Untersuchung von Vorkommnissen sexualisierter Gewalt,
insbesondere betreffend deren Ursachen, Rahmenbedingungen und Folgen.

Kapitel 2
Verarbeitung personenbezogener Daten

§5

Grundsitze

(1) Personenbezogene Daten sind nach folgenden Grundsitzen zu verarbeiten:

1.

RechtmiBigkeit, VerhéltnismaBigkeit, Verarbeitung nach Treu und Glauben, Trans-
parenz;

Zweckbindung: Personenbezogene Daten werden fiir festgelegte, eindeutige und le-
gitime Zwecke erhoben. Sie diirfen nicht in einer mit diesen Zwecken nicht zu ver-
einbarenden Weise weiterverarbeitet werden. Eine Weiterverarbeitung fiir im kirch-
lichen oder 6ffentlichen Interesse liegende Archivzwecke, fiir wissenschaftliche oder
historische Forschungszwecke oder fiir statistische Zwecke gilt als vereinbar mit den
urspriinglichen Zwecken;

Datenminimierung: Die Verarbeitung personenbezogener Daten wird auf das dem
Zweck angemessene und notwendige Mal3 beschrénkt; personenbezogene Daten sind
zu anonymisieren oder zu pseudonymisieren, soweit dies nach dem Verwendungs-
zweck moglich ist und keinen im Verhéltnis zu dem angestrebten Schutzzweck un-
verhéltnismaBigen Aufwand erfordert;
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Richtigkeit: Personenbezogene Daten miissen sachlich richtig und erforderlichenfalls
auf dem neuesten Stand sein. Es sind alle angemessenen Maflnahmen zu treffen,
damit personenbezogene Daten, die im Hinblick auf die Zwecke ihrer Verarbeitung
unrichtig sind, unverziiglich geldscht oder berichtigt werden;

Speicherbegrenzung: Personenbezogene Daten werden in einer Form gespeichert,
die die Identifizierung der betroffenen Personen nur so lange ermdglicht, wie es fiir
die Zwecke, fiir die sie verarbeitet werden, erforderlich ist. Personenbezogene Daten
diirfen langer gespeichert werden, soweit sie fiir die Zwecke des Archivs, der wis-
senschaftlichen und historischen Forschung sowie der Statistik verarbeitet werden;

Integritdt und Vertraulichkeit: Personenbezogene Daten werden in einer Weise ver-
arbeitet, die eine angemessene Sicherheit gewdhrleistet, einschlieBlich des Schutzes
vor unbefugter oder unrechtméfiger Verarbeitung und vor unbeabsichtigtem Verlust,
unbeabsichtigter Zerstorung oder unbeabsichtigter Schidigung.

(2) Die verantwortliche Stelle muss die Einhaltung der Grundsdtze nachweisen kénnen
(Rechenschaftspflicht).

§6
RechtmiBigkeit der Verarbeitung

Die Verarbeitung ist nur rechtméfig, wenn mindestens eine der nachstehenden Bedingun-
gen erfiillt ist:

1.

eine kirchliche oder staatliche Rechtsvorschrift erlaubt die Verarbeitung der perso-
nenbezogenen Daten oder ordnet sie an;

die betroffene Person hat ihre Einwilligung zu der Verarbeitung der sie betreffenden
personenbezogenen Daten fiir einen oder mehrere bestimmte Zwecke gegeben;

die Verarbeitung ist zur Erfiillung der Aufgaben der verantwortlichen Stelle erfor-
derlich, einschlieBlich der Ausiibung kirchlicher Aufsicht;

die Verarbeitung ist zur Wahrung der berechtigten Interessen der verantwortlichen
Stelle oder eines Dritten erforderlich, sofern nicht die Interessen der betroffenen
Person, die den Schutz personenbezogener Daten erfordern, iiberwiegen, insbeson-
dere dann, wenn diese minderjédhrig ist;

die Verarbeitung ist fiir die Erfiillung eines Vertrags, dessen Vertragspartei die be-
troffene Person ist, oder zur Durchfiihrung vorvertraglicher Mainahmen erforder-
lich, die auf Anfrage der betroffenen Person erfolgt;

die Verarbeitung ist zur Erfiillung einer rechtlichen Verpflichtung erforderlich, der
die kirchliche Stelle unterliegt;

die Verarbeitung ist erforderlich, um lebenswichtige Interessen der betroffenen Per-
son oder einer anderen natiirlichen Person zu schiitzen.
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§7
RechtmifBigkeit der Zweckinderung
(1) Die Verarbeitung zu einem anderen Zweck als zu demjenigen, zu dem die personen-
bezogenen Daten urspriinglich erhoben wurden (Zweckénderung), ist nur rechtmaBig,
wenn
1. eine kirchliche oder staatliche Rechtsvorschrift dies erlaubt oder anordnet;

2. sie erforderlich ist

a) zur Abwehr von Gefahren fiir die staatliche oder 6ffentliche Sicherheit oder zur
Verfolgung von Straftaten oder

b) zur Geltendmachung, Ausiibung oder Verteidigung rechtlicher Anspriiche,

sofern nicht die Interessen der betroffenen Person an dem Ausschluss der Verarbei-
tung liberwiegen;
die betroffene Person eingewilligt hat;

4.  offensichtlich ist, dass sie im Interesse der betroffenen Person liegt, und kein Grund
zu der Annahme besteht, dass diese in Kenntnis des anderen Zweckes ihre Einwilli-
gung verweigern wiirde;

5. Angaben der betroffenen Person tiberpriift werden miissen, weil Anhaltspunkte fiir
deren Unrichtigkeit bestehen;

6.  die Daten aus allgemein zugénglichen Quellen entnommen werden kénnen oder die
verantwortliche Stelle sie verdffentlichen darf, es sei denn, dass das schutzwiirdige
Interesse der betroffenen Person an dem Ausschluss der Zweckénderung offensicht-
lich tiberwiegt;

7. es zur Abwehr einer schwerwiegenden Beeintrachtigung der Rechte einer anderen
Person erforderlich ist oder

8. sie zur institutionellen Aufarbeitung sexualisierter Gewalt gemdf § 50a erforderlich
ist.

(2) 1In anderen Féllen muss die kirchliche Stelle feststellen, ob die Zweckdnderung mit
dem Zweck, zu dem die personenbezogenen Daten urspriinglich erhoben wurden, verein-
bar ist. ;Dabei beriicksichtigt sie unter anderem

1. jede Verbindung zwischen den Zwecken, fiir die die personenbezogenen Daten er-
hoben wurden, und den Zwecken der beabsichtigten Weiterverarbeitung;

2. den Zusammenhang, in dem die personenbezogenen Daten erhoben wurden, insbe-
sondere hinsichtlich des Verhiltnisses zwischen den betroffenen Personen und der
kirchlichen Stelle;
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3. die Art der personenbezogenen Daten, insbesondere ob besondere Kategorien per-
sonenbezogener Daten verarbeitet werden oder ob personenbezogene Daten iiber
strafrechtliche Verurteilungen und Straftaten gemdf3 § 14 verarbeitet werden;

4.  die moglichen Folgen der beabsichtigten Weiterverarbeitung fiir die betroffenen Per-
sonen;

5. das Vorhandensein geeigneter Garantien, zu denen die Verschliisselung, die Pseu-
donymisierung oder die Anonymisierung gehoren kann.

(3) iEine Verarbeitung fiir andere Zwecke liegt nicht vor, wenn sie der Wahrnehmung von
Visitations-, Aufsichts- und Kontrollbefugnissen, der Rechnungspriifung, der Revision
oder der Durchfiihrung von Organisationsuntersuchungen fiir die verantwortliche Stelle
dient. ,Das gilt auch fiir die Verarbeitung zu Ausbildungs- und Priifungszwecken durch
die verantwortliche Stelle, soweit nicht iiberwiegende schutzwiirdige Interessen der be-
troffenen Person entgegenstehen.

(4) Personenbezogene Daten, die ausschlieBlich fiir Zwecke der Datenschutzkontrolle,
der Datensicherung oder zur Sicherstellung eines ordnungsgeméBen Betriebes einer Da-
tenverarbeitungsanlage gespeichert werden, diirfen nur fiir diese Zwecke verwendet wer-
den.

(5) Die Verarbeitung von besonderen Kategorien personenbezogener Daten fiir andere
Zwecke ist nur rechtmifBig, wenn die Voraussetzungen vorliegen, die eine Verarbeitung
nach § 13 Absatz 2 zulassen.

§8
Offenlegung an kirchliche oder 6ffentliche Stellen
(1) iDie Verantwortung fiir die Zulédssigkeit der Offenlegung nach §§ 6 und 7 an kirchliche
Stellen trdgt die offenlegende verantwortliche Stelle. ;Erfolgt die Offenlegung auf Ersu-
chen der empfangenden kirchlichen Stelle, trégt diese die Verantwortung. ;In diesem Fall
priift die offenlegende verantwortliche Stelle nur, ob das Ersuchen im Rahmen der Auf-
gaben der datenempfangenden kirchlichen Stelle liegt, es sei denn, dass besonderer Anlass
zur Priifung der RechtmiBigkeit der Offenlegung besteht.

(2) Die datenempfangende kirchliche Stelle darf die offengelegten Daten fiir den Zweck
verarbeiten, zu dessen Erfiillung sie ihr offengelegt werden. ,Eine Verarbeitung fiir andere
Zwecke ist nur unter den Voraussetzungen des § 7 zuléssig.

(3) Sind mit personenbezogenen Daten, die nach §§ 6 und 7 an kirchliche Stellen offen-
gelegt werden, weitere personenbezogene Daten der betroffenen oder einer anderen Person
so verbunden, dass eine Trennung nicht oder nur mit unvertretbarem Aufwand mdéglich
ist, so ist die Offenlegung auch dieser Daten zuldssig, soweit nicht berechtigte Interessen
der betroffenen oder einer anderen Person an deren Geheimhaltung offensichtlich iiber-
wiegen; eine Nutzung dieser Daten ist unzuléssig.
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(4) Absatz 3 gilt entsprechend, wenn personenbezogene Daten innerhalb einer kirchlichen
Stelle weitergegeben werden.

(5) Fiir die Offenlegung personenbezogener Daten gegeniiber 6ffentlichen Stellen nach
§ 2 des Bundesdatenschutzgesetzes in der jeweils geltenden Fassung gelten die Absétze 1
bis 3 entsprechend.

§9
Offenlegung an sonstige Stellen
(1) Die Verantwortung fiir die Zuléssigkeit der Offenlegung nach §§ 6 und 7 an sonstige
Stellen oder Personen trégt die offenlegende kirchliche Stelle.

(2) 1Die datenempfangenden Stellen und Personen diirfen die offengelegten Daten nur fiir
den Zweck verarbeiten, zu dessen Erfiillung sie ihnen offengelegt werden. ,Die offenle-
gende Stelle hat sie darauf hinzuweisen.

§10
Dateniibermittlung an und in Drittléinder oder an internationale Organisationen

(1) Jede Ubermittlung personenbezogener Daten in Drittlinder oder an internationale
Organisationen, die bereits verarbeitet werden oder nach ihrer Ubermittlung verarbeitet
werden sollen, ist iiber die weiteren Voraussetzungen der Datenverarbeitung hinaus nur
zuléssig, wenn

1. die EU-Kommission ein angemessenes Datenschutzniveau entsprechend den Be-
stimmungen des Artikel 45 Absatz 2 Datenschutz-Grundverordnung festgestellt hat
oder

2. als geeignete Garantien Standarddatenschutzklauseln verwendet werden, die von der
Kommission gemél dem Priifverfahren nach Artikel 93 Absatz 2 Datenschutz-
Grundverordnung erlassen oder genehmigt worden sind.

(2) Falls die Voraussetzungen des Absatz 1 nicht vorliegen, ist die Ubermittlung zulissig,
wenn

1. die betroffene Person in die vorgeschlagene Dateniibermittlung ausdriicklich einge-
willigt hat, nachdem sie iiber die fiir sie bestehenden moglichen Risiken aufgeklart
worden ist;

2. die Ubermittlung fiir die Erfiillung eines Vertrages oder Rechtsverhiltnisses zwi-
schen der betroffenen Person und der verantwortlichen Stelle oder zur Durchfithrung
von vorvertraglichen Maflnahmen auf Antrag der betroffenen Person erforderlich ist;

3. die Ubermittlung zum Abschluss oder zur Erfiillung eines im Interesse der betroffe-
nen Person von der verantwortlichen Stelle mit einer anderen natiirlichen oder juris-
tischen Person geschlossenen Vertrages erforderlich ist;
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4. die Ubermittlung aus wichtigen Griinden des 6ffentlichen oder des kirchlichen In-
teresses notwendig ist;

5. die Ubermittlung zur Geltendmachung, Ausiibung oder Verteidigung von Rechtsan-
spriichen erforderlich ist oder

6.  die Ubermittlung zum Schutz lebenswichtiger Interessen der betroffenen Person oder
anderer Personen erforderlich ist, sofern die betroffene Person aus physischen oder
rechtlichen Griinden aufer Stande ist, ihre Einwilligung zu geben.

§11
Einwilligung
(1) Beruhtdie Verarbeitung auf einer Einwilligung, muss die verantwortliche Stelle nach-
weisen konnen, dass die betroffene Person in die Verarbeitung ihrer personenbezogenen
Daten eingewilligt hat.

(2) Erfolgt die Einwilligung der betroffenen Person durch eine schriftliche Erklérung, die
noch andere Sachverhalte betriftt, so muss das Ersuchen um Einwilligung in verstandlicher
und leicht zugénglicher Form in einer klaren und einfachen Sprache erfolgen, so dass es
von anderen Sachverhalten klar zu unterscheiden ist. ;Soweit die Erkldrung unter Um-
stainden abgegeben worden ist, die gegen dieses Kirchengesetz versto3en, ist sie unwirk-
sam.

(3) iDiebetroffene Person hat das Recht, ihre Einwilligung jederzeit zu widerrufen. ,Durch
den Widerruf der Einwilligung wird die RechtmaBigkeit der aufgrund der Einwilligung bis
zum Widerruf erfolgten Verarbeitung nicht beriihrt. ;Die betroffene Person wird vor Ab-
gabe der Einwilligung hiervon in Kenntnis gesetzt. sDer Widerruf der Einwilligung muss
so einfach wie die Erteilung der Einwilligung sein.

(4) Bei der Beurteilung, ob die Einwilligung freiwillig erteilt wurde, muss dem Umstand
in grofftmoglichem Maf} Rechnung getragen werden, ob unter anderem die Erfiillung eines
Vertrags, einschlieBlich der Erbringung einer Dienstleistung, von der Einwilligung zu einer
Verarbeitung von personenbezogenen Daten abhéngig ist, die fiir die Erfiillung des Ver-
trags nicht erforderlich sind.

§12
Einwilligung Minderjéhriger
1Minderjéhrige, denen insbesondere elektronische Angebote von kirchlichen Stellen ge-
macht werden, konnen in die Verarbeitung ihrer Daten wirksam einwilligen, wenn sie
religionsmiindig sind. ,Sind die Minderjéhrigen noch nicht religionsmiindig, ist die Ver-
arbeitung nur rechtméBig, wenn die Sorgeberechtigten die Einwilligung erteilt oder der
Einwilligung zugestimmt haben. ;Die Einwilligung der Sorgeberechtigten ist nicht erfor-
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derlich, wenn kirchliche Préventions- oder Beratungsdienste einem Kind unmittelbar an-
geboten werden.

§13
Verarbeitung besonderer Kategorien personenbezogener Daten

(1) Besondere Kategorien personenbezogener Daten diirfen nicht verarbeitet werden.

(2) Abweichend von Absatz 1 diirfen besondere Kategorien personenbezogener Daten
verarbeitet werden, wenn

1. die betroffene Person in die Verarbeitung der genannten personenbezogenen Daten
fiir einen oder mehrere festgelegte Zwecke ausdriicklich eingewilligt hat;

2. die Verarbeitung erforderlich ist, damit die verantwortliche Stelle oder die betroffene
Person die ihr aus dem Arbeits- und Dienstrecht sowie dem Recht der sozialen Si-
cherheit und des Sozialschutzes erwachsenden Rechte ausiiben und ihren diesbezii-
glichen Pflichten nachkommen kann, soweit dies nach kirchlichem oder staatlichem
Recht oder nach einer Dienstvereinbarung nach den kirchlichen Mitarbeitervertre-
tungsgesetzen, die geeignete Garantien fiir die Rechte und die Interessen der betrof-
fenen Person vorsehen, rechtmafig ist;

3. die Verarbeitung zum Schutz lebenswichtiger Interessen der betroffenen Person oder
einer anderen natiirlichen Person erforderlich und die betroffene Person aus korper-
lichen oder rechtlichen Griinden auf3erstande ist, ihre Einwilligung zu geben;

4.  die Verarbeitung durch eine kirchliche Stelle im Rahmen ihrer rechtméBigen Tatig-
keiten und unter der Voraussetzung erfolgt, dass sich die Verarbeitung ausschlieBlich
auf die Mitglieder oder ehemalige Mitglieder der kirchlichen Stelle oder auf Perso-
nen, die im Zusammenhang mit deren Tatigkeitszweck regelméfBige Kontakte mit ihr
unterhalten, bezieht und die personenbezogenen Daten nicht ohne Einwilligung der
betroffenen Personen nach aufen offengelegt werden;

5. die Verarbeitung sich auf personenbezogene Daten bezieht, die die betroffene Person
offentlich gemacht hat;

6.  die Verarbeitung zur Geltendmachung, Ausiibung oder Verteidigung von Rechtsan-
spriichen oder bei Handlungen der Kirchengerichte im Rahmen ihrer justiziellen Té-
tigkeit erforderlich ist;

7. die Verarbeitung auf der Grundlage kirchlichen oder staatlichen Rechts, das in an-
gemessenem Verhéltnis zu dem verfolgten Ziel steht, den Wesensgehalt des Rechts
auf Datenschutz wahrt und angemessene und spezifische Mainahmen zur Wahrung
der Grundrechte und Interessen der betroffenen Person vorsieht, aus Griinden eines
erheblichen 6ffentlichen oder kirchlichen Interesses erforderlich ist;

8. die Verarbeitung fiir Zwecke der Gesundheitsvorsorge oder der Arbeitsmedizin, fiir
die Beurteilung der Arbeitsfahigkeit des Beschéftigten, fiir die medizinische Diag-
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nostik, die Versorgung oder Behandlung im Gesundheits- oder Sozialbereich oder
fiir die Verwaltung von Systemen und Diensten im Gesundheits- oder Sozialbereich
auf der Grundlage kirchlichen oder staatlichen Rechts oder aufgrund eines Vertrags
mit einem Angehdrigen eines Gesundheitsberufs und vorbehaltlich der in Absatz 3
genannten Bedingungen und Garantien erforderlich ist;

9.  die Verarbeitung aus Griinden des 6ffentlichen Interesses im Bereich der 6ffentlichen
Gesundheit, wie zur Gewéhrleistung hoher Qualitéts- und Sicherheitsstandards bei
der Gesundheitsversorgung und bei Arzneimitteln und Medizinprodukten, auf der
Grundlage des kirchlichen oder staatlichen Rechts, das angemessene und spezifische
MaBnahmen zur Wahrung der Rechte und Freiheiten der betroffenen Person, insbe-
sondere des Berufsgeheimnisses vorsieht, erforderlich ist;

10. die Verarbeitung fiir im kirchlichen oder im 6ffentlichen Interesse liegende Zwecke
des Archivs, der wissenschaftlichen oder historischen Forschung oder der Statistik
erfolgt und die Interessen der betroffenen Person durch angemessene Maflnahmen
gewahrt sind,

11. die Verarbeitung fiir Zwecke der institutionellen Aufarbeitung sexualisierter Gewalt
gemil § 50a erforderlich ist und die Interessen der betroffenen Person durch ange-
messene Maflnahmen gewahrt sind oder

12. die Verarbeitung aus Griinden eines erheblichen offentlichen Interesses zwingend
erforderlich ist.

(3) Besondere Kategorien personenbezogener Daten diirfen fiir die in Absatz 2 Nummer 8
genannten Zwecke verarbeitet werden, wenn diese Daten von Fachpersonal oder unter
dessen Verantwortung verarbeitet werden und dieses Fachpersonal nach kirchlichem oder
staatlichem Recht der Berufsgeheimnispflicht unterliegt, oder wenn die Verarbeitung
durch eine andere Person erfolgt, die ebenfalls nach kirchlichem oder staatlichem Recht
einer Geheimhaltungspflicht unterliegt.

§ 14
Verarbeitung von personenbezogenen Daten
iiber strafrechtliche Verurteilungen und Straftaten

Die Verarbeitung personenbezogener Daten iiber strafrechtliche Verurteilungen und Straf-
taten oder damit zusammenhéingende Sicherungsmalregeln ist unter den Voraussetzungen
des § 6 zuldssig, wenn dies das kirchliche oder staatliche Recht, das geeignete Garantien
fir die Rechte der betroffenen Personen vorsieht, zulésst.
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§15
Verarbeitung,
fiir die eine Identifizierung der betroffenen Person nicht erforderlich ist

(1) Ist fiir die Zwecke, fiir die eine verantwortliche Stelle personenbezogene Daten ver-
arbeitet, die Identifizierung der betroffenen Person durch die verantwortliche Stelle nicht
oder nicht mehr erforderlich, so ist diese nicht verpflichtet, zur bloen Einhaltung dieses
Kirchengesetzes zusétzliche Informationen aufzubewahren, einzuholen oder zu verarbei-
ten, um die betroffene Person zu identifizieren.

(2) 1Kann die verantwortliche Stelle in Fillen gemif3 Absatz 1 nachweisen, dass sie nicht
in der Lage ist, die betroffene Person zu identifizieren, so unterrichtet sie die betroffene
Person hieriiber, sofern dies moglich ist. >In diesen Féllen finden die § 19 bis 24 keine
Anwendung, es sei denn, die betroffene Person stellt zur Ausiibung ihrer in diesen Vor-
schriften niedergelegten Rechte zusitzliche Informationen bereit, die ihre Identifizierung
ermdglichen.

Kapitel 3
Rechte der betroffenen Person

§ 16
Transparente Information, Kommunikation

(1) Die verantwortliche Stelle trifft geeignete MaBinahmen, um der betroffenen Person
alle Informationen, die nach diesem Kirchengesetz hinsichtlich der Verarbeitung zu geben
sind, in préziser, transparenter, verstdndlicher und leicht zugédnglicher Form zu {ibermit-
teln; dies gilt insbesondere fiir Informationen, die sich speziell an Minderjéhrige richten.

(2) Die verantwortliche Stelle erleichtert der betroffenen Person die Ausiibung ihrer
Rechte gemél den §§ 19 bis 25.

(3) Die verantwortliche Stelle stellt der betroffenen Person Informationen iiber die er-
griffenen MaBnahmen gemif den §§ 19 bis 25 unverziiglich, in jedem Fall innerhalb von
drei Monaten nach Eingang des Antrags zur Verfligung.

(4) Wird die verantwortliche Stelle auf den Antrag der betroffenen Person hin nicht titig,
so unterrichtet sie die betroffene Person unverziiglich, spatestens aber innerhalb von drei
Monaten nach Eingang des Antrags iiber die Griinde hierfiir und iiber die Moglichkeit, bei
der Aufsichtsbehorde Beschwerde einzulegen oder einen gerichtlichen Rechtsbehelf ein-
zulegen.

(5) Informationen werden unentgeltlich zur Verfiigung gestellt. Bei offenkundig unbe-
griindeten oder — insbesondere im Fall von héufiger Wiederholung — exzessiven Antragen
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einer betroffenen Person kann die verantwortliche Stelle sich weigern, aufgrund des An-
trags tatig zu werden, oder ein angemessenes Entgelt verlangen.

§17
Informationspflicht bei unmittelbarer Datenerhebung

(1) Werden personenbezogene Daten bei der betroffenen Person erhoben, so erdffnet die
verantwortliche Stelle der betroffenen Person zum Zeitpunkt der Erhebung in geeigneter
und angemessener Weise Zugang zu folgenden Informationen:

1. den Namen und die Kontaktdaten der verantwortlichen Stelle;
2. gegebenenfalls die Kontaktdaten der ortlich Beauftragten;

3. die Zwecke, fiir die die personenbezogenen Daten verarbeitet werden sollen, sowie die
Rechtsgrundlage fiir die Verarbeitung;

4. gegebenenfalls die Empfinger oder Kategorien von Empfangern der personenbezo-
genen Daten.

(2) Zusitzlich zu den Informationen geméf Absatz 1 stellt die verantwortliche Stelle der
betroffenen Person zum Zeitpunkt der Erhebung dieser Daten folgende weitere Informa-
tionen zur Verfiigung, die notwendig sind, um eine faire und transparente Verarbeitung zu
gewihrleisten:

1. falls moglich die Dauer, fiir die die personenbezogenen Daten gespeichert werden,
oder falls dies nicht méglich ist, die Kriterien fiir die Festlegung dieser Dauer;

2. das Bestehen eines Rechts auf Auskunft, auf Berichtigung, auf Loschung, auf Ein-
schrankung der Verarbeitung, auf Dateniibertragbarkeit sowie eines Widerspruchs-
rechts gegen die Verarbeitung;

3.  das Bestehen eines Beschwerderechts bei der Aufsichtsbehorde;

4.  ob die Bereitstellung der personenbezogenen Daten gesetzlich oder vertraglich vor-
geschrieben oder fiir einen Vertragsabschluss erforderlich ist, und welche mogliche
Folgen die Nichtbereitstellung hitte;

5. das Bestehen einer automatisierten Entscheidungsfindung einschlielich Profiling
gemil § 25a Absatz 1 und 4 und — zumindest in diesen Féllen — aussagekriftige
Informationen iiber die involvierte Logik sowie die Tragweite und die angestrebten
Auswirkungen einer derartigen Verarbeitung fiir die betroffene Person.

(3) Beabsichtigt die verantwortliche Stelle, die personenbezogenen Daten fiir einen an-
deren Zweck weiterzuverarbeiten als den, fiir den die personenbezogenen Daten erhoben
wurden, so stellt sie der betroffenen Person vor dieser Weiterverarbeitung Informationen
iiber diesen anderen Zweck und alle anderen mafigeblichen Informationen geméf Absatz 2
zur Verfligung.
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(4) Die Absitze 1, 2 und 3 finden keine Anwendung, wenn und soweit die betroffene
Person bereits iiber die Informationen verfiigt, oder die Informationspflicht einen unver-
hiltnisméBigen Aufwand erfordern wiirde.

§18
Informationspflicht bei mittelbarer Datenerhebung

(1) Werden personenbezogene Daten nicht bei der betroffenen Person erhoben, so teilt
die verantwortliche Stelle der betroffenen Person iiber die in § 17 Absatz 1 und 2 aufge-
fithrten Informationen hinaus die zu ihr gespeicherten Daten mit, auch soweit sie sich auf
Herkunft oder empfangende Stellen beziehen. § 17 Absatz 3 und 4 gilt entsprechend.

(2) Von dieser Verpflichtung ist die verantwortliche Stelle befreit, soweit die Daten oder
die Tatsache ihrer Speicherung aufgrund einer speziellen Rechtsvorschrift oder wegen
iberwiegender berechtigter Interessen Dritter geheim gehalten werden miissen und das
Interesse der betroffenen Person an der Auskunftserteilung zurticktreten muss.

§19
Auskunftsrecht der betroffenen Person

(1) Die betroffene Person hat das Recht, von der verantwortlichen Stelle eine Bestitigung
dariiber zu verlangen, ob sie betreffende personenbezogene Daten verarbeitet werden; ist
dies der Fall, so hat sie ein Recht auf Auskunft iiber diese personenbezogenen Daten und
auf folgende Informationen:

1. die Verarbeitungszwecke;

2. die Kategorien personenbezogener Daten;

3. die Empfinger oder Kategorien von Empfiangern, gegeniiber denen die personenbe-
zogenen Daten offengelegt worden sind;

4.  falls moglich, die geplante Dauer, fiir die die personenbezogenen Daten gespeichert
werden, oder, falls dies nicht méglich ist, die Kriterien fiir die Festlegung dieser
Dauer;

5. das Bestehen eines Rechts auf Berichtigung oder Loschung der sie betreffenden per-
sonenbezogenen Daten oder auf Einschrinkung der Verarbeitung durch die verant-
wortliche Stelle oder eines Widerspruchsrechts gegen diese Verarbeitung;

das Bestehen eines Beschwerderechts bei der Aufsichtsbehorde;

7. wenn die personenbezogenen Daten nicht bei der betroffenen Person erhoben wer-
den, alle verfiigbaren Informationen iiber die Herkunft der Daten;

8. das Bestehen einer automatisierten Entscheidungsfindung einschlieBlich Profiling
gemill § 25a Absatz 1 und 4 und — zumindest in diesen Fillen — aussagekriftige
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Informationen iiber die involvierte Logik sowie die Tragweite und die angestrebten
Auswirkungen einer derartigen Verarbeitung fiir die betroffene Person.

(2) Werden personenbezogene Daten an ein Drittland oder an eine internationale Orga-
nisation ibermittelt, so hat die betroffene Person zusitzlich das Recht, liber die geeigneten
Garantien gemiB § 10 im Zusammenhang mit der Ubermittlung unterrichtet zu werden.

(3) 1Auskunft darf nicht erteilt werden, soweit die Daten oder die Tatsache ihrer Speiche-
rung aufgrund einer speziellen Rechtsvorschrift oder wegen liberwiegender berechtigter
Interessen Dritter geheim gehalten werden miissen und das Interesse der betroffenen Per-
son an der Auskunftserteilung zuriicktreten muss. ,Die Ablehnung der Auskunftserteilung
ist gegeniiber der betroffenen Person zu begriinden.

(4) 1Die verantwortliche Stelle stellt eine Kopie der personenbezogenen Daten, die Ge-
genstand der Verarbeitung sind, zur Verfligung. >Fiir alle weiteren Kopien, die die betrof-
fene Person beantragt, kann die verantwortliche Stelle ein angemessenes Entgelt auf der
Grundlage der Verwaltungskosten verlangen. ;Stellt die betroffene Person den Antrag
elektronisch, so sind die Informationen in einem géngigen elektronischen Format zur Ver-
fligung zu stellen, sofern sie nichts anderes angibt.

(5) Das Recht auf Erhalt einer Kopie gema3 Absatz 4 darf die Rechte und Freiheiten
anderer Personen nicht beeintrachtigen.

(6) Verarbeitet die verantwortliche Stelle eine grole Menge von Informationen iiber die
betroffene Person, so kann sie verlangen, dass die betroffene Person prézisiert, auf welche
Information oder welche Verarbeitungsvorgénge sich ihr Auskunftsersuchen bezieht.

(7) Das Auskunftsrecht findet in den Féllen des § 50 Absatz 1 keine Anwendung, soweit
die Auskunft einen unverhéltnisméBigen Aufwand erfordern wiirde.

§20
Recht auf Berichtigung

(1) Die betroffene Person hat das Recht, von der verantwortlichen Stelle die unverziigli-
che Berichtigung sie betreffender unrichtiger personenbezogener Daten zu verlangen.
,Unter Beriicksichtigung der Zwecke der Verarbeitung hat die betroffene Person das Recht,
die Vervollstdndigung unvollstindiger personenbezogener Daten — auch mittels einer er-
ginzenden Erkldrung — zu verlangen.

(2) 1Das Recht auf Berichtigung besteht nicht, wenn die personenbezogenen Daten zu
Archivzwecken im kirchlichen Interesse verarbeitet werden. ,Bestreitet die betroffene
Person die Richtigkeit der personenbezogenen Daten, ist ihr die Moglichkeit einer Ge-
gendarstellung einzurdumen. ;Das zusténdige Archiv ist verpflichtet, die Gegendarstellung
den Unterlagen hinzuzufiigen.
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§21
Recht auf Léschung

(1) Personenbezogene Daten sind zu 16schen, wenn
1. ihre Speicherung unzuldssig ist oder

2. ihre Kenntnis fiir die verantwortliche Stelle zur Erfiillung der in ihrer Zustandigkeit
liegenden Aufgaben nicht mehr erforderlich ist;

3. die betroffene Person ihre Einwilligung beziiglich der Verarbeitung ihrer Daten wi-
derruft und es an einer anderweitigen Rechtsgrundlage fiir die Verarbeitung fehlt;

4.  die betroffene Person gemif § 25 Widerspruch gegen die Verarbeitung einlegt und
keine vorrangigen berechtigten Griinde fiir die Verarbeitung vorliegen;

5. die Loschung der personenbezogenen Daten zur Erfiillung rechtlicher Verpflichtun-
gen der verantwortlichen Stelle notwendig ist;

6.  die Loschung personenbezogener Daten verlangt wird, die bei elektronischen Ange-
boten, die Minderjdhrigen direkt gemacht worden sind, erhoben wurden.

(2) Hat die verantwortliche Stelle die personenbezogenen Daten 6ffentlich gemacht und
ist sie gemdf3 Absatz 1 zu deren Loschung verpflichtet, so trifft sie unter Beriicksichtigung
der verfiigbaren Technologie und der Implementierungskosten angemessene Maf3nahmen,
auch technischer Art, um die fiir die Datenverarbeitung verantwortlichen Stellen, die die
personenbezogenen Daten verarbeiten, dariiber zu informieren, dass eine betroffene Person
von ihnen die Loschung aller Links zu diesen personenbezogenen Daten oder von Kopien
oder Replikationen dieser personenbezogenen Daten verlangt hat.

(3) Die Absitze 1 und 2 gelten nicht, soweit die Verarbeitung erforderlich ist
1. zur Ausiibung des Rechts auf freie MeinungséuBerung und Information;

2. zur Erfiillung einer rechtlichen Verpflichtung, die die Verarbeitung nach kirchlichem
oder staatlichem Recht, dem die verantwortliche Stelle unterliegt, erfordert;

3. aus Griinden des offentlichen Interesses im Bereich der 6ffentlichen Gesundheit ge-
maf § 13 Absatz 2 Nummer 8 bis 9;

4.  fur im kirchlichen oder 6ffentlichen Interesse liegende Archivzwecke, wissenschaft-
liche oder historische Forschungszwecke oder fiir statistische Zwecke, soweit das in
Absatz 1 genannte Recht voraussichtlich die Verwirklichung der Ziele dieser Ver-
arbeitung unméglich macht oder ernsthaft beeintrachtigt, oder

5. zur Geltendmachung von Rechtsanspriichen sowie zur Ausiibung oder Verteidigung
von Rechten.

(4) Ist eine Loschung wegen der besonderen Art der Speicherung nicht oder nur mit un-
verhdltnisméfBig hohem Aufwand moglich, tritt an die Stelle des Rechts auf Léschung das
Recht auf Einschriankung der Verarbeitung geméal § 22.
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(5) Vorschriften iiber das Archiv- und Kirchenbuchwesen bleiben unbertihrt.

§22
Recht auf Einschrinkung der Verarbeitung

(1) Die betroffene Person hat das Recht gegeniiber der verantwortlichen Stelle auf Ein-
schrankung der Verarbeitung, wenn eine der folgenden Voraussetzungen gegeben ist:

1. die Richtigkeit der personenbezogenen Daten wird von der betroffenen Person be-
stritten, und zwar fiir eine Dauer, die es der verantwortlichen Stelle ermdglicht, die
Richtigkeit der personenbezogenen Daten zu iiberpriifen;

2. die Verarbeitung ist unrechtmaBig, die betroffene Person lehnt die Loschung der
personenbezogenen Daten ab und verlangt stattdessen die Einschrankung der Nut-
zung der personenbezogenen Daten;

3. die verantwortliche Stelle bendtigt die personenbezogenen Daten fiir die Zwecke der
Verarbeitung nicht langer, die betroffene Person benétigt sie jedoch zur Geltendma-
chung, Ausilibung oder Verteidigung von Rechtsanspriichen, oder

4.  die betroffene Person hat Widerspruch gegen die Verarbeitung gemif § 25 eingelegt
und es steht noch nicht fest, ob die berechtigten Griinde der verantwortlichen Stelle
gegeniiber denen der betroffenen Person liberwiegen.

(2) Wurde die Verarbeitung geméf Absatz 1 eingeschrénkt, so diirfen diese personenbe-
zogenen Daten — von ihrer Speicherung abgesehen — nur mit Einwilligung der betroffenen
Person oder zur Geltendmachung, Ausiibung oder Verteidigung von Rechtsanspriichen
oder zum Schutz der Rechte einer anderen natiirlichen oder juristischen Person verarbeitet
werden.

(3) Eine betroffene Person, die eine Einschrankung der Verarbeitung gemaf Absatz 1
erwirkt hat, wird von der verantwortlichen Stelle unterrichtet, bevor die Einschrankung
aufgehoben wird.

(4) Bei automatisierten Dateisystemen ist technisch sicherzustellen, dass eine Einschrin-
kung der Verarbeitung eindeutig erkennbar ist und eine Verarbeitung fiir andere Zwecke
nicht ohne weitere Priifung mdoglich ist.

(5) Vorschriften iiber das Archiv- und Kirchenbuchwesen bleiben unberiihrt.

§23
Informationspflicht bei Berichtigung,
Loschung oder Einschrinkung der Verarbeitung

1Die verantwortliche Stelle teilt allen Empfangern, denen personenbezogene Daten offen-
gelegt werden, jede Berichtigung oder Loschung der personenbezogenen Daten oder eine
Einschrankung der Verarbeitung nach den §§ 20 bis 22 mit, es sei denn, dies erweist sich
als unmoglich oder ist mit einem unverhiltnisméBigen Aufwand verbunden. ,Die verant-
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wortliche Stelle unterrichtet die betroffene Person iiber diese Empfénger, wenn die be-
troffene Person dies verlangt.

§24
Recht auf Dateniibertragbarkeit

(1) Die betroffene Person hat das Recht, die sie betreffenden personenbezogenen Daten,
die sie einer verantwortlichen Stelle bereitgestellt hat, in einem strukturierten, géngigen
und maschinenlesbaren Format zu erhalten, und sie hat das Recht, diese Daten einer an-
deren verantwortlichen Stelle ohne Behinderung durch die verantwortliche Stelle, der die
personenbezogenen Daten bereitgestellt wurden, zu {ibermitteln, sofern

1. die Verarbeitung auf einer Einwilligung oder auf einem Vertrag beruht und
2. die Verarbeitung mithilfe automatisierter Verfahren erfolgt.

»Die betroffene Person kann verlangen, dass die personenbezogenen Daten direkt von der
verantwortlichen Stelle einem anderen Dritten tibermittelt werden, soweit dies technisch
machbar ist.

(2) Das Recht auf Dateniibertragbarkeit gilt nicht fiir eine Verarbeitung, die in Ausiibung
kirchlicher Aufsicht erfolgt.

(3) Das Recht gemil3 Absatz 1 darf die Rechte und Freiheiten anderer Personen nicht
beeintrachtigen.

§25
Widerspruchsrecht

(1) 1Die betroffene Person hat das Recht, aus Griinden, die sich aus ihrer besonderen Si-
tuation ergeben, jederzeit gegen die Verarbeitung sie betreffender personenbezogener Da-
ten gemafl § 6 Nummer 3 oder Nummer 4 Widerspruch einzulegen. ,Die verantwortliche
Stelle verarbeitet die personenbezogenen Daten nicht mehr, es sei denn, sie kann zwin-
gende schutzwiirdige Griinde flir die Verarbeitung nachweisen, die die Rechte und be-
rechtigten Interessen der betroffenen Person iiberwiegen, oder die Verarbeitung dient der
Geltendmachung, Ausiibung oder Verteidigung von Rechtsanspriichen.

(2) 1Werden personenbezogene Daten von Unternehmen im Sinne von § 4 Nummer 19
verarbeitet, um Direktwerbung zu betreiben, so hat die betroffene Person das Recht, je-
derzeit Widerspruch gegen die Verarbeitung sie betreffender personenbezogener Daten
zum Zwecke derartiger Werbung einzulegen; dies gilt auch fiir das Profiling, soweit es mit
solcher Direktwerbung in Verbindung steht. ;Die verantwortliche Stelle muss die betrof-
fene Person spétestens zum Zeitpunkt der ersten Kommunikation mit ihr ausdriicklich auf
dieses Widerspruchsrecht hinweisen. ;Dieser Hinweis hat in einer verstandlichen und von
anderen Informationen getrennten Form zu erfolgen. sWiderspricht die betroffene Person
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der Verarbeitung fiir Zwecke der Direktwerbung, so werden die personenbezogenen Daten
nicht mehr fiir diese Zwecke verarbeitet.

§ 25a
Automatisierte Entscheidungen im Einzelfall einschlieBlich Profiling

(1) Die betroffene Person hat das Recht, nicht einer ausschlieBlich auf einer automati-
sierten Verarbeitung — einschlieBlich Profiling — beruhenden Entscheidung unterworfen
zu werden, die ihr gegeniiber rechtliche Wirkung entfaltet oder sie in dhnlicher Weise
erheblich beeintrichtigt.

(2) Absatz 1 gilt nicht, wenn die Entscheidung

a)  fiir den Abschluss oder die Erfiillung eines Vertrags zwischen der betroffenen Person
und der verantwortlichen Stelle erforderlich ist,

b) aufgrund einer staatlichen oder kirchlichen Rechtsvorschrift, denen die verantwort-
liche Stelle unterliegt, zuléssig ist und diese Rechtsvorschriften angemessene Maf3-
nahmen zur Wahrung der Rechte sowie der berechtigten Interessen der betroffenen
Person enthalten oder

¢)  mit ausdriicklicher Einwilligung der betroffenen Person erfolgt.

(3) In den in Absatz 2 Buchstaben a und ¢ genannten Fillen trifft die verantwortliche
Stelle angemessene Maflnahmen, um die Rechte sowie die berechtigten Interessen der
betroffenen Person zu wahren, wozu mindestens das Recht auf Erwirkung des Eingreifens
einer Person seitens der verantwortlichen Stelle, auf Darlegung des eigenen Standpunkts
und auf Anfechtung der Entscheidung gehort.

(4) Entscheidungen nach Absatz 2 diirfen nicht auf besonderen Kategorien personenbe-
zogener Daten nach § 4 Nummer 2 beruhen, sofern nicht § 13 Absatz 2 Nummer 1 oder
Nummer 7 gilt und angemessene Maflnahmen zum Schutz der Rechte sowie der berech-
tigten Interessen der betroffenen Person getroffen wurden.

Kapitel 4
Pflichten der verantwortlichen Stellen und Auftragsverarbeiter

§26
Datengeheimnis
1Den bei der Datenverarbeitung titigen Personen ist untersagt, personenbezogene Daten
unbefugt zu verarbeiten (Datengeheimnis). ;Diese Personen sind bei der Aufnahme ihrer
Tatigkeit auf das Datengeheimnis schriftlich zu verpflichten, soweit sie nicht aufgrund
anderer kirchlicher Bestimmungen zur Verschwiegenheit verpflichtet wurden. ;Das Da-
tengeheimnis besteht auch nach Beendigung ihrer Tatigkeit fort.
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§27
Technische und organisatorische Mafinahmen, IT-Sicherheit

(1) \Die verantwortliche Stelle und der kirchliche Auftragsverarbeiter haben unter Be-
riicksichtigung des Stands der Technik, der Implementierungskosten, der Art, des Um-
fangs, der Umstdnde und der Zwecke der Verarbeitung sowie der unterschiedlichen Ein-
trittswahrscheinlichkeiten und Schwere der Risiken fiir die Rechte und Freiheiten natiir-
licher Personen geeignete technische und organisatorische Mafinahmen zu treffen, um ein
dem Risiko angemessenes Schutzniveau zu gewéhrleisten und einen Nachweis hieriiber
fithren zu kdnnen. ;Diese Mafinahmen schlieen unter anderem ein:

1. die Pseudonymisierung, die Anonymisierung und die Verschliisselung personenbe-
zogener Daten;

2. die Fahigkeit, die Vertraulichkeit, Integritdt, Verfligbarkeit und Belastbarkeit der
Systeme und Dienste im Zusammenhang mit der Verarbeitung auf Dauer sicherzu-
stellen;

3. die Fahigkeit, die Verfligbarkeit der personenbezogenen Daten und den Zugang zu
ihnen bei einem physischen oder technischen Zwischenfall unverziiglich wiederher-
zustellen;

4. ein Verfahren zur regelmiBigen Uberpriifung, Bewertung und Evaluierung der Wirk-
samkeit der technischen und organisatorischen Mafinahmen zur Gewahrleistung der
Sicherheit der Verarbeitung.

(2) Bei der Beurteilung des angemessenen Schutzniveaus sind insbesondere die Risiken
zu beriicksichtigen, die mit der Verarbeitung verbunden sind, insbesondere durch — ob
unbeabsichtigt oder unrechtméfig — Vernichtung, Verlust, Verdnderung, unbefugte Of-
fenlegung von oder unbefugten Zugang zu personenbezogenen Daten, die ibermittelt, ge-
speichert oder auf andere Weise verarbeitet wurden.

(3) Erforderlich sind Maflnahmen nur, wenn ihr Aufwand in einem angemessenen Ver-
haltnis zu dem angestrebten Schutzzweck steht.

(4) Die Einhaltung eines nach dem EU-Recht zertifizierten Verfahrens kann als Gesichts-
punkt herangezogen werden, um die Erfiillung der Pflichten der verantwortlichen Stelle
gemil Absatz 1 nachzuweisen.

(5) Die verantwortliche Stelle und der kirchliche Auftragsverarbeiter stellen sicher, dass
natiirliche Personen, die Zugang zu personenbezogenen Daten haben, diese nur auf ihre
Weisung verarbeiten.

(6) 1Verantwortliche Stellen und Auftragsverarbeiter sind verpflichtet, IT-Sicherheit zu
gewihrleisten. ,Das Nahere regelt der Rat der Evangelischen Kirche in Deutschland durch
Rechtsverordnung mit Zustimmung der Kirchenkonferenz.
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§28
Datenschutz durch Technikgestaltung und datenschutzfreundliche Voreinstellungen

(1) Unter Beriicksichtigung des Stands der Technik, der Implementierungskosten, der Art,
des Umfangs, der Umstidnde und der Zwecke der Verarbeitung sowie der unterschiedlichen
Eintrittswahrscheinlichkeiten und Schwere der mit der Verarbeitung verbundenen Risiken
fiir die Rechte natiirlicher Personen trifft die verantwortliche Stelle sowohl zum Zeitpunkt
der Festlegung der Mittel fiir die Verarbeitung als auch zum Zeitpunkt der eigentlichen
Verarbeitung technische und organisatorische Mafnahmen, die geeignet sind, die Daten-
schutzgrundsitze wirksam umzusetzen und die notwendigen Garantien in die Verarbeitung
aufzunehmen, um den Anforderungen dieses Kirchengesetzes zu geniigen und die Rechte
der betroffenen Personen zu schiitzen.

(2) 1Die verantwortliche Stelle trifft technische und organisatorische Maflnahmen, die ge-
eignet sind, durch Voreinstellung grundsitzlich nur personenbezogene Daten, deren Ver-
arbeitung fiir den jeweiligen bestimmten Verarbeitungszweck erforderlich ist, zu verar-
beiten. ;Diese Verpflichtung gilt fiir die Menge der erhobenen personenbezogenen Daten,
den Umfang ihrer Verarbeitung, ihre Speicherfrist und ihre Zugéinglichkeit. sSolche Maf3-
nahmen miissen insbesondere geeignet sein, dass personenbezogene Daten nicht ohne
Eingreifen der verantwortlichen Stelle durch Voreinstellungen einer unbestimmten Zahl
von natiirlichen Personen zugénglich gemacht werden.

(3) Die Einhaltung eines nach EU-Recht zertifizierten Verfahrens kann als Gesichtspunkt
herangezogen werden, um die Erfiillung der in den Absédtzen 1 und 2 genannten Mafinah-
men nachzuweisen.

§29

Gemeinsam verantwortliche Stellen
(1) Legen zwei oder mehr verantwortliche Stellen gemeinsam die Zwecke und die Mittel
zur Verarbeitung fest, so sind sie gemeinsam verantwortliche Stellen. Sie legen in einer
Vereinbarung in transparenter Form fest, wer welche Verpflichtung gemif diesem Kir-
chengesetz erfiillt, soweit die jeweiligen Aufgaben der verantwortlichen Stellen nicht
durch Rechtsvorschriften festgelegt sind.
(2) 1In der Vereinbarung kann eine Anlaufstelle fiir die betroffenen Personen angegeben
werden. ;Das Wesentliche der Vereinbarung wird der betroffenen Person zur Verfiigung
gestellt.
(3) Ungeachtet der Einzelheiten der Vereinbarung kann die betroffene Person ihre Rechte
im Rahmen dieses Kirchengesetzes bei und gegeniiber jeder einzelnen verantwortlichen
Stelle geltend machen.
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§30
Verarbeitung von personenbezogenen Daten im Auftrag

(1) 1Werden personenbezogene Daten im Auftrag durch andere Stellen oder Personen
verarbeitet, ist die auftraggebende kirchliche Stelle fiir die Einhaltung der Vorschriften
dieses Kirchengesetzes und anderer Vorschriften iiber den Datenschutz verantwortlich.
,Die in Kapitel 3 genannten Rechte sind ihr gegeniiber geltend zu machen. ;Zusténdig fiir
die Aufsicht ist die Aufsichtsbehdrde der beauftragenden kirchlichen Stelle.

(2) Fiir eine Auftragsverarbeitung in Drittldndern gilt § 10.

(3) 1Der Auftragsverarbeiter ist unter besonderer Beriicksichtigung der Eignung der von
ihm getroffenen technischen und organisatorischen Mafinahmen sorgfiltig auszuwéhlen.
,Der Auftrag ist in Textform zu erteilen, wobei insbesondere im Einzelnen festzulegen
sind:

1. der Gegenstand und die Dauer des Auftrags;

2. derUmfang, die Artund der Zweck der vorgesehenen Verarbeitung, die Art der Daten
und der Kreis der Betroffenen;

3. die nach § 27 zu treffenden technischen und organisatorischen Mafinahmen sowie
ihre Kontrolle durch den Auftragsverarbeiter;

4.  die Berichtigung, Léschung und Einschrankung der Verarbeitung von Daten;

5. die Verpflichtung der Beschiftigten des Auftragsverarbeiters auf das Datengeheim-
nis;

6.  gegebenenfalls die Berechtigung zur Begriindung sowie die Bedingungen von Un-
terauftragsverhéltnissen;

7. die Kontrollrechte der beauftragenden kirchlichen Stelle und die entsprechenden
Duldungs- und Mitwirkungspflichten des Auftragsverarbeiters;

8. mitzuteilende VerstoBe des Auftragsverarbeiters oder der bei ihm beschéftigten Per-
sonen gegen Vorschriften zum Schutz personenbezogener Daten oder gegen die im
Auftrag getroffenen Festlegungen;

9.  der Umfang der Weisungsbefugnis, die sich die beauftragende kirchliche Stelle ge-
geniiber dem Auftragsverarbeiter vorbehilt;

10. die Riickgabe iiberlassener Datentrager und die Loschung beim Auftragsverarbeiter
gespeicherter Daten nach Beendigung des Auftrags.

sDie beauftragende kirchliche Stelle hat sich vor Beginn der Datenverarbeitung und sodann

regelmdBig von der Einhaltung der beim Auftragnehmer getroffenen technischen und or-

ganisatorischen Mafinahmen zu iiberzeugen. sDas Ergebnis ist zu dokumentieren.

(4) \Der Auftragsverarbeiter darf die Daten nur im Rahmen der Weisungen der verant-

wortlichen Stelle verarbeiten. ,Ist er der Ansicht, dass eine Weisung der verantwortlichen
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Stelle gegen dieses Kirchengesetz oder andere Vorschriften iiber den Datenschutz verstof3t,
hat er die verantwortliche Stelle unverziiglich darauf hinzuweisen.

(5) Sofern die kirchlichen Datenschutzbestimmungen auf den Auftragsverarbeiter keine
Anwendung finden, diirfen sich abweichend von Absatz 3 die Vertragsinhalte an Artikel 28
EU-Datenschutz-Grundverordnung orientieren.

(6) Die Absitze 1 bis 5 gelten entsprechend, wenn die Priifung oder Wartung automati-
sierter Verfahren oder von Datenverarbeitungsanlagen durch andere Stellen im Auftrag
vorgenommen wird und dabei ein Zugriff auf personenbezogene Daten nicht ausgeschlos-
sen werden kann.

(7) 1Das Recht der Evangelischen Kirche in Deutschland, der Gliedkirchen und der glied-
kirchlichen Zusammenschliisse kann bestimmen, dass vor der Beauftragung die Geneh-
migung einer kirchlichen Stelle einzuholen ist oder Mustervereinbarungen zu verwenden
sind. ,Bei der Beauftragung anderer kirchlicher Stellen kann von Absatz 3 Satz 2 Nummer 3
Alternative 2, Nummer 5, 7 und 9 und Satz 4 abgeschen werden.

(8) Die Einhaltung von genehmigten Verhaltensregeln und die Verwendung zertifizierter
und kirchlich gepriifter Informationstechnik kdnnen herangezogen werden, um die Erfiil-
lung der datenschutzrechtlichen Anforderungen durch den Auftragsverarbeiter nachzu-
weisen.

§ 30a
Zentrale Verfahren

Das Recht der Evangelischen Kirche in Deutschland, der Gliedkirchen oder der glied-
kirchlichen Zusammenschliisse kann fiir zentrale Verfahren, an denen mehrere verant-
wortliche Stellen beteiligt sind, abweichend von § 29 oder § 30 die Verteilung der daten-
schutzrechtlichen Aufgaben, Befugnisse und Verantwortlichkeiten zwischen den beteilig-
ten verantwortlichen Stellen festlegen.

§31
Verzeichnis von Verarbeitungstiitigkeiten

(1) Jede verantwortliche Stelle fiihrt ein Verzeichnis aller Verarbeitungstétigkeiten, die
ihrer Zustandigkeit unterliegen. ;Dieses Verzeichnis enthilt folgende Angaben:

1. denNamen und die Kontaktdaten der verantwortlichen Stelle und gegebenenfalls der
gemeinsam mit ihr verantwortlichen Stelle sowie gegebenenfalls der rtlich Beauf-
tragten;

2. die Zwecke der Verarbeitung;

3. eine Beschreibung der Kategorien betroffener Personen und der Kategorien perso-
nenbezogener Daten;

4.  gegebenenfalls die Verwendung von Profiling;
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5. die Kategorien von Empfingern, gegeniiber denen die personenbezogenen Daten
offengelegt worden sind oder noch offengelegt werden, einschlieBlich Empfangern
in Drittldndern oder internationalen Organisationen;

6.  gegebenenfalls Ubermittlungen von personenbezogenen Daten an ein Drittland oder
an eine internationale Organisation, einschlieBlich der Angabe der dort getroffenen
geeigneten Garantien;

7. wenn moglich, die vorgesehenen Fristen fiir die Loschung der verschiedenen Da-
tenkategorien;

8. wenn mdglich, eine allgemeine Beschreibung der technischen und organisatorischen
Mafnahmen gemaf § 27.

(2) Jeder Auftragsverarbeiter fiihrt ein Verzeichnis zu allen Kategorien von im Auftrag
einer verantwortlichen Stelle durchgefiihrten Tétigkeiten der Verarbeitung, das Folgendes
enthalt:

1. denNamen und die Kontaktdaten der Auftragsverarbeiter und jeder verantwortlichen
Stelle, in deren Auftrag der Auftragsverarbeiter tétig ist, sowie der ortlich Beauf-
tragten,

2. die Kategorien von Verarbeitungen, die im Auftrag jeder verantwortlichen Stelle
durchgefiihrt werden;

3. gegebenenfalls Ubermittlungen von personenbezogenen Daten an ein Drittland oder
an eine internationale Organisation, einschlieBlich der Angabe der dort getroffenen
geeigneten Garantien;

4. wenn mdglich, eine allgemeine Beschreibung der technischen und organisatorischen
MaBnahmen gemaf § 27.

(3) Dasinden Absitzen 1 und 2 genannte Verzeichnis ist schriftlich oder elektronisch zu
fithren.

(4) Verantwortliche Stellen und Auftragsverarbeiter stellen der Aufsichtsbehorde die
Verzeichnisse auf Anfrage zur Verfiigung.

(5) Die in den Absidtzen 1 und 2 genannten Pflichten gelten nicht fiir verantwortliche
Stellen, die weniger als 250 Beschiftigte haben. ,Kirchliche Stellen, die weniger als 250
Beschiftigte haben, erstellen Verzeichnisse nach Absatz 1 und 2 nur hinsichtlich der Ver-
fahren, die die Verarbeitung besonderer Kategorien personenbezogener Daten einschlie-
Ben.

(6) Das Recht der Evangelischen Kirche in Deutschland, der Gliedkirchen und der glied-
kirchlichen Zusammenschliisse kann vorsehen, dass fiir einheitliche Verfahren das Ver-
zeichnis zentral geflihrt wird.
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§32
Meldung von Verletzungen des Schutzes
personenbezogener Daten an die Aufsichtsbehorde

(1) Im Falle einer Verletzung des Schutzes personenbezogener Daten, die voraussichtlich
zu einem nicht unerheblichen Risiko fiir die Rechte natiirlicher Personen fiihrt, meldet die
verantwortliche Stelle dies unverziiglich der Aufsichtsbehérde.

(2) Wenn dem Auftragsverarbeiter eine Verletzung des Schutzes personenbezogener Da-
ten bekannt wird, meldet er diese der verantwortlichen Stelle unverziiglich.

(3) Die Meldung gemil3 Absatz 1 enthélt insbesondere folgende Informationen:

1. eine Beschreibung der Art der Verletzung des Schutzes personenbezogener Daten,
soweit moglich mit Angabe der Kategorien und der ungeféhren Zahl der betroffenen
Personen, der betroffenen Kategorien und der ungeféhren Zahl der betroffenen per-
sonenbezogenen Datensétze;

2. den Namen und die Kontaktdaten der drtlich Beauftragten oder einer sonstigen An-
laufstelle fiir weitere Informationen;

3. eine Beschreibung der wahrscheinlichen Folgen der Verletzung des Schutzes perso-
nenbezogener Daten;

4.  eine Beschreibung der von der verantwortlichen Stelle ergriffenen oder vorgeschla-
genen Mallnahmen zur Behebung der Verletzung des Schutzes personenbezogener
Daten und gegebenenfalls Malnahmen zur Abmilderung ihrer moglichen nachteili-
gen Auswirkungen.

(4) Wenn und soweit die Informationen nicht zur gleichen Zeit bereitgestellt werden
konnen, kann die verantwortliche Stelle diese Informationen unverziiglich schrittweise zur
Verfiigung stellen.

(5) 1Die verantwortliche Stelle hat Verletzungen des Schutzes personenbezogener Daten
zu dokumentieren. ,Die Dokumentation hat alle mit den Vorféllen zusammenhéngenden
Tatsachen, deren Auswirkungen und die ergriffenen AbhilfemaBinahmen zu umfassen.
;Diese Dokumentation muss der Aufsichtsbehorde die Uberpriifung der Einhaltung der
Bestimmungen dieses Paragraphen ermdglichen.

§33
Benachrichtigung der von einer Verletzung des Schutzes
personenbezogener Daten betroffenen Person
(1) Hat die Verletzung des Schutzes personenbezogener Daten voraussichtlich ein hohes
Risiko fiir die personlichen Rechte natiirlicher Personen zur Folge, so benachrichtigt die
verantwortliche Stelle die betroffene Person unverziiglich von der Verletzung.
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(2) Die Benachrichtigung der betroffenen Person hat in klarer und einfacher Sprache zu
erfolgen und enthilt zumindest die Art der Verletzung des Schutzes personenbezogener
Daten und die in § 32 Absatz 3 Nummer 2, 3 und 4 genannten Informationen und MaB-
nahmen.

(3) 1Von der Benachrichtigung der betroffenen Person kann abgesehen werden, wenn

1. die verantwortliche Stelle durch nachtragliche MaBinahmen sichergestellt hat, dass
das hohe Risiko fiir die Rechte der betroffenen Personen gemdf3 Absatz 1 aller Wahr-
scheinlichkeit nach nicht mehr besteht, oder

2. die Benachrichtigung mit einem unverhéltnismafBigen Aufwand verbunden wire. »In
diesem Fall hat stattdessen eine im kirchlichen Bereich iibliche 6ffentliche Bekannt-
machung oder eine dhnliche Manahme zu erfolgen, durch die die betroffenen Per-
sonen vergleichbar wirksam informiert werden.

§34
Datenschutz-Folgenabschiitzung

(1) Hat eine Form der Verarbeitung, insbesondere bei Verwendung neuer Technologien,
aufgrund der Art, des Umfangs, der Umstdnde und der Zwecke der Verarbeitung voraus-
sichtlich ein hohes Risiko fiir die Rechte natiirlicher Personen zur Folge, so fiihrt die ver-
antwortliche Stelle vorab eine Abschitzung der Folgen der vorgesehenen Verarbeitungs-
vorgange fiir den Schutz personenbezogener Daten durch. ,Fiir die Untersuchung mehrerer
dhnlicher Verarbeitungsvorgénge mit dhnlich hohen Risiken kann eine einzige Abschét-
zung vorgenommen werden.

(2) Die verantwortliche Stelle holt bei der Durchfiihrung einer Datenschutz-Folgenab-
schitzung den Rat der 6rtlich Beauftragten ein, sofern eine Bestellung erfolgt ist.
(3) Eine Datenschutz-Folgenabschitzung geméll Absatz 1 ist insbesondere in folgenden

Fillen erforderlich:

1. systematische und umfassende Bewertung personlicher Aspekte natiirlicher Perso-
nen, die sich auf automatisierte Verarbeitung einschlie8lich Profiling griindet und
die ihrerseits als Grundlage fiir Entscheidungen dient, die Rechtswirkung gegeniiber
natiirlichen Personen entfalten oder diese in dhnlich erheblicher Weise beeintrachti-
gen;

2. umfangreiche Verarbeitung besonderer Kategorien von personenbezogenen Daten
oder von personenbezogenen Daten tiber strafrechtliche Verurteilungen und Straf-
taten gemal § 14 oder

3. systematische umfangreiche Uberwachung offentlich zuginglicher Bereiche.

(4) Die Folgenabschitzung umfasst insbesondere:
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1. eine systematische Beschreibung der geplanten Verarbeitungsvorgénge und der
Zwecke der Verarbeitung, gegebenenfalls einschlielich der von der verantwortli-
chen Stelle verfolgten berechtigten Interessen;

2. eine Bewertung der Notwendigkeit und VerhéltnismaBigkeit der Verarbeitungsvor-
génge in Bezug auf den Zweck;

3. eine Bewertung der Risiken fiir die Rechte und Freiheiten der betroffenen Personen
und

4.  die zur Bewiltigung der Risiken geplanten Abhilfemafinahmen, einschlieBlich Ga-
rantien, Sicherheitsvorkehrungen und Verfahren, durch die der Schutz personenbe-
zogener Daten sichergestellt und der Nachweis dafiir erbracht wird, dass die daten-
schutzrechtlichen Regelungen eingehalten werden.

(5) Die Aufsichtsbehdrden sollen sowohl Listen zu Verarbeitungsvorgéangen, fiir die ge-
mif Absatz 1 eine Datenschutz-Folgenabschitzung durchzufiihren ist, als auch Listen zu
Verarbeitungsvorgingen, fiir die keine Datenschutz-Folgenabschitzung erforderlich ist,
erstellen und diese ver6ffentlichen.

(6) Die Aufsichtsbehorden sind gehalten, den Austausch mit staatlichen Aufsichtsbehor-
den und dem Europédischen Datenschutzausschuss zu suchen, um durch die Aufstellung
aufeinander abgestimmter Listen die Zusammenarbeit zwischen kirchlichen und nicht-
kirchlichen Stellen zu erleichtern.

(7) Falls die Verarbeitung auf einer Rechtsgrundlage im kirchlichen, staatlichen oder
europdischen Recht, dem die verantwortliche Stelle unterliegt, beruht und falls diese
Rechtsvorschriften den konkreten Verarbeitungsvorgang oder die konkreten Verarbei-
tungsvorgénge regeln und bereits im Rahmen der allgemeinen Folgenabschétzung im Zu-
sammenhang mit dem Erlass dieser Rechtsgrundlage eine Datenschutz-Folgenabschit-
zung erfolgte, gelten die Absétze 1 bis 5 nicht.

(8) Erforderlichenfalls fiihrt die verantwortliche Stelle eine Uberpriifung durch, um zu
bewerten, ob die Verarbeitung geméf der Datenschutz-Folgenabschitzung durchgefiihrt
wird; dies gilt zumindest, wenn hinsichtlich des mit den Verarbeitungsvorgéngen verbun-
denen Risikos Anderungen eingetreten sind.

(9) Die verantwortliche Stelle konsultiert vor der Verarbeitung die Aufsichtsbehorde,
wenn aus der Datenschutz-Folgenabschétzung hervorgeht, dass die Verarbeitung ein hohes
Risiko zur Folge hat.

§35
Audit und Zertifizierung

1Zur Verbesserung des Datenschutzes und der Datensicherheit konnen Anbieter von Da-
tenverarbeitungssystemen und -programmen und datenverarbeitende Stellen ihr Daten-
schutzkonzept sowie ihre technischen Einrichtungen durch geeignete Stellen priifen und

09.02.2026 ELKiO 31



1.040 EKD-Datenschutzgesetz

bewerten lassen sowie das Ergebnis der Priifung verdffentlichen. ;Néheres kann der Rat
der Evangelischen Kirche in Deutschland durch Rechtsverordnung regeln.

Kapitel 5
Ortlich Beauftragte fiir den Datenschutz

§36
Bestellung von ortlich Beauftragten fiir den Datenschutz

(1) |Bei verantwortlichen Stellen sind 6rtlich Beauftragte fiir den Datenschutz zu bestellen,
wenn

1. bei ihnen in der Regel mindestens 20 Personen stdndig mit der automatisierten Ver-
arbeitung personenbezogener Daten betraut sind, oder

2. die Kerntitigkeit der verantwortlichen Stelle in der umfangreichen Verarbeitung be-
sonderer Kategorien personenbezogener Daten besteht.

»Die Vertretung ist zu regeln.

(2) Die Bestellung kann sich auf mehrere verantwortliche Stellen erstrecken. ,Das Recht
der Evangelischen Kirche in Deutschland, der Gliedkirchen und der gliedkirchlichen Zu-
sammenschliisse kann bestimmen, dass fiir mehrere verantwortliche Stellen gemeinsame
ortlich Beauftragte bestellt werden. ;Eine Unternehmensgruppe darf gemeinsam eine Per-
son Ortlich beauftragen.

(3) 1Zu ortlich Beauftragten diirfen nur Personen bestellt werden, die die zur Erfiillung
ihrer Aufgaben erforderliche Fachkunde und Zuverléssigkeit besitzen. ,Die Bestellung
kann befristet fiir mindestens drei Jahre erfolgen.

(4) Zu ortlich Beauftragten sollen diejenigen nicht bestellt werden, die mit der Leitung
der Datenverarbeitung beauftragt sind oder denen die Leitung der kirchlichen Stelle ob-
liegt.

(5) 1Die Bestellung von ortlich Beauftragten erfolgt in Textform und ist der Aufsichtsbe-
horde und der nach dem jeweiligen Recht fiir die allgemeine Aufsicht zustdndigen Stelle
anzuzeigen; die Kontaktdaten sind zu verdffentlichen. ,Sind 6rtlich Beauftragte nicht Be-
schiftigte einer verantwortlichen Stelle, sind ihre Leistungen vertraglich zu regeln.

(6) Soweit bei verantwortlichen Stellen keine Rechtsverpflichtung fiir die Bestellung von
Personen als ortlich Beauftragte besteht, hat die Leitung die Erfiillung der Aufgabe in
anderer Weise sicherzustellen.
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§37
Stellung

(1) Die ortlich Beauftragten sind den gesetzlich oder verfassungsméfig berufenen Orga-
nen der verantwortlichen Stellen unmittelbar zu unterstellen. ,Sie sind im Rahmen ihrer
Aufgaben weisungsfrei. ;Sie diirfen wegen dieser Tétigkeit nicht benachteiligt werden.
4Sie konnen Auskiinfte verlangen, Einsicht in Unterlagen nehmen und erhalten Zugang zu
personenbezogenen Daten und den Verarbeitungsvorgingen. sDie verantwortliche Stelle
unterstiitzt die ortlich Beauftragten bei der Erfiillung ihrer Aufgaben und stellt die not-
wendigen Mittel zur Verfligung. «§ 42 Absatz 6 und 7 gilt entsprechend.

(2) 1Die Abberufung der ortlich Beauftragten ist nur in entsprechender Anwendung des
§ 626 des Biirgerlichen Gesetzbuches zuldssig. ,Die Kiindigung eines Arbeitsverhéltnisses
ist nur zulédssig, wenn Tatsachen vorliegen, die zur Kiindigung aus wichtigem Grund be-
rechtigen. ;Gleiches gilt fiir den Zeitraum eines Jahres nach Beendigung der Bestellung.
(3) 1Zur Erlangung und zur Erhaltung der erforderlichen Fachkunde hat die verantwortli-
che Stelle den ortlich Beauftragten die Teilnahme an Fort- und Weiterbildungsveranstal-
tungen zu ermdglichen und die Kosten zu tragen. ,Die dazu notwendige Freistellung hat
ohne Minderung der Beziige oder des Erholungsurlaubes zu erfolgen. ;Im Konfliktfall kann
die Aufsichtsbehdrde angerufen werden.

(4) Betroffene Personen und Mitarbeitende konnen sich unmittelbar an die ortlich Be-
auftragten wenden.

(5) Staatliche Vorschriften iiber Zeugnisverweigerungsrechte fiir Datenschutzbeauftragte
finden fiir 6rtlich Beauftragte entsprechende Anwendung.

(6) Die verantwortlichen Stellen stellen sicher, dass 6rtlich Beauftragte ordnungsgemaf
und friihzeitig bei allen mit dem Schutz personenbezogener Daten zusammenhédngenden
Fragen beteiligt werden.

§38
Aufgaben

Die ortlich Beauftragten wirken auf die Einhaltung der Bestimmungen fiir den Daten-
schutz hin und unterstiitzen die verantwortlichen Stellen bei der Sicherstellung des Da-
tenschutzes. >Sie haben insbesondere

1. die verantwortliche Stelle und die Beschiftigten zu beraten;

2. die ordnungsmifBige Anwendung der Datenverarbeitungsprogramme, mit deren Hilfe
personenbezogene Daten verarbeitet werden sollen, zu iiberwachen;

3. die bei der Verarbeitung personenbezogener Daten titigen Personen zu informieren
und zu schulen;

4. mit der Aufsichtsbehorde zusammenzuarbeiten;
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5. die verantwortliche Stelle bei der Datenschutz-Folgenabschitzung zu beraten und de-
ren Durchfiihrung zu tiberwachen.

Kapitel 6
Unabhéngige Aufsichtsbehorden

§39
Errichtung der Aufsichtsbehérden und
Bestellung der Beauftragten fiir den Datenschutz

(1) 1Uber die Einhaltung dieses Kirchengesetzes in der Evangelischen Kirche in Deutsch-
land, den Gliedkirchen und den gliedkirchlichen Zusammenschliissen wachen unabhén-
gige kirchliche Aufsichtsbehorden fiir den Datenschutz (Aufsichtsbehérden). ;Jede Auf-
sichtsbehorde wird von einem oder einer Beauftragten fiir den Datenschutz geleitet und
nach auflen vertreten.

(2) Der Rat der Evangelischen Kirche in Deutschland errichtet die Aufsichtsbehorde fiir
den Bereich der Evangelischen Kirche in Deutschland und ihres Evangelischen Werkes
fiir Diakonie und Entwicklung sowie fiir die gesamtkirchlichen Werke und Einrichtungen
und bestellt den Beauftragten oder die Beauftragte fiir den Datenschutz der Evangelischen
Kirche in Deutschland.

(3) 1Die Gliedkirchen und die gliedkirchlichen Zusammenschliisse errichten die Auf-
sichtsbehorde fiir ihren Bereich einzeln oder gemeinschaftlich, soweit sie die Aufgaben
nicht der Aufsichtsbehérde der Evangelischen Kirche in Deutschland iibertragen. ,Die
Gliedkirchen konnen fiir die ihnen zugeordneten diakonischen Dienste, Einrichtungen und
Werke eigene Aufsichtsbehdrden errichten. sDer Rat der Evangelischen Kirche in Deutsch-
land legt auf Vorschlag des Finanzbeirates der Evangelischen Kirche in Deutschland die
jahrlichen Beitrdge fiir die Wahrnehmung der Aufsicht nach Satz 1 zweiter Halbsatz fest.

(4) |Beauftragte fiir den Datenschutz sollen fiir mindestens vier, hochstens acht Jahre be-
stellt werden. ,Das Amt endet mit dem Amtsantritt einer Nachfolgerin oder eines Nach-
folgers. ;Die erneute Bestellung ist zuldssig. sDas Amt ist hauptamtlich auszuiiben. sNe-
bentitigkeiten sind nur zuldssig, soweit dadurch das Vertrauen in die Unabhdngigkeit und
Unparteilichkeit nicht gefahrdet wird und sie genehmigt sind.

(5) 1Zu Beauftragten fiir den Datenschutz diirfen nur Personen bestellt werden, welche die
zur Erfiillung ihrer Aufgaben erforderliche Fachkunde und Zuverldssigkeit besitzen. >Sie
miissen die Befdhigung zum Richteramt oder zum hoheren Dienst besitzen und einer
Gliedkirche der Evangelischen Kirche in Deutschland angehoren. ;Sie sind auf die gewis-
senhafte Erfiillung ihrer Amtspflichten und die Einhaltung der kirchlichen Ordnung zu
verpflichten.
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§ 40
Unabhéngigkeit

(1) 1Die Aufsichtsbehdrden handeln bei der Erfiillung ihrer Aufgaben und bei der Aus-
iibung ihrer Befugnisse vollig unabhingig. >Sie unterliegen weder direkter noch indirekter
Beceinflussung von auffien und ersuchen weder um Weisung noch nehmen sie Weisungen
entgegen.

(2) Die Aufsichtsbehorden unterliegen der Rechnungspriifung, soweit hierdurch die Un-
abhéngigkeit nicht beeintrachtigt wird.

§ 41
Tétigkeitsbericht

1Die Aufsichtsbehorden erstellen mindestens alle zwei Jahre einen Tatigkeitsbericht, der
eine Liste der Arten der gemeldeten Versto3e und der Arten der getroffenen Maflnahmen
enthalten kann. ,Sie iibermitteln den Bericht den jeweiligen kirchenleitenden Organen oder
den jeweiligen Leitungsorganen der Diakonischen Werke und ver6ffentlichen ihn. ;Auf
dieser Grundlage konnen sie den leitenden Organen berichten.

§ 42
Rechtsstellung

(1) 1Den Aufsichtsbehdérden werden die Finanzmittel zur Verfiigung gestellt, die sie be-
nétigen, um ihre Aufgaben und Befugnisse effektiv wahrnehmen zu kénnen. ,Die Finanz-
mittel sind in einem eigenen Haushaltsplan oder als Teil eines Gesamthaushaltes gesondert
auszuweisen und zu verwalten.

(2) Die Aufsichtsbehdérden wihlen ihr Personal aus und besetzen die Personalstellen.

(3) Die Beauftragten fiir den Datenschutz sind die Vorgesetzten der Mitarbeitenden in
den Aufsichtsbehorden.

(4) Die Beauftragten fiir den Datenschutz bestellen aus dem Kreis ihrer Mitarbeitenden
in den Aufsichtsbehdrden einen Vertreter oder eine Vertreterin. Vertreter oder Vertreterin
konnen auch Beauftragte fiir den Datenschutz anderer Gliedkirchen oder der oder die Be-
auftragte fiir den Datenschutz der Evangelischen Kirche in Deutschland sein.

(5) 1Die Aufsichtsbehorden konnen Aufgaben der Personalverwaltung und Personalwirt-
schaft auf andere Kirchenbehorden iibertragen. »Diesen kirchlichen Stellen diirfen perso-
nenbezogene Daten der Beschiftigten offengelegt werden, soweit deren Kenntnis zur Er-
flillung der tibertragenen Aufgaben erforderlich ist.

(6) 1Beauftragte fiir den Datenschutz und ihre Mitarbeitenden sind verpflichtet, iiber die
ihnen amtlich bekanntgewordenen Angelegenheiten Verschwiegenheit zu bewahren. ;Dies
gilt nicht fiir Mitteilungen im dienstlichen Verkehr oder iiber Tatsachen, die offenkundig
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sind oder ihrer Bedeutung nach keiner Geheimhaltung bediirfen. ;Die Verpflichtung be-
steht auch nach Beendigung des Dienst- oder Arbeitsverhiltnisses.

(7) 1Beauftragte fiir den Datenschutz und ihre Mitarbeitenden diirfen, auch wenn sie nicht
mehr im Amt sind, iiber Angelegenheiten, die der Verschwiegenheit unterliegen, ohne
Genehmigung weder vor Gericht noch aullergerichtlich aussagen oder Erklarungen abge-
ben. ;Die Entscheidung liber Aussagegenehmigungen treffen die Beauftragten fiir den Da-
tenschutz fiir sich und ihre Mitarbeitenden in eigener Verantwortung. ;Die Beauftragten
fiir den Datenschutz gelten als oberste Aufsichtsbehérde im Sinne des § 99 Verwaltungs-
gerichtsordnung.

(8) Eine Kiindigung von Beauftragten fiir den Datenschutz im Arbeitsverhiltnis ist wah-
rend der Amtszeit nur zuldssig, soweit Tatsachen vorliegen, die zu einer Kiindigung aus
wichtigem Grund berechtigen. ;Dies gilt fiir den Zeitraum von einem Jahr nach Beendigung
des Amtes entsprechend.

(9) Beauftragte fiir den Datenschutz im Kirchenbeamtenverhéltnis scheiden wéhrend der
Amtszeit aus dem Dienst aus, wenn nach den Bestimmungen der §§ 76, 77, 79 oder 80 des
Kirchenbeamtengesetzes der EKD die Voraussetzungen einer Entlassung oder Griinde
nach § 24 des Deutschen Richtergesetzes vorliegen, die bei einem Richter auf Lebenszeit
dessen Entlassung aus dem Dienst rechtfertigen, oder wenn ein Disziplinargericht auf
Entfernung aus dem Dienst erkennt.

§43
Aufgaben

(1) Die Aufsichtsbehérden haben insbesondere die einheitliche Anwendung dieses Ge-
setzes und sonstiger Vorschriften iiber den Datenschutz zu iiberwachen und durchzusetzen.

(2) 1Sie sensibilisieren, informieren und beraten die kirchliche Offentlichkeit sowie die
verantwortlichen Stellen und kirchlichen Auftragsverarbeiter tiber Fragen und mafigebli-
che Entwicklungen des Datenschutzes sowie liber die Vermeidung von Risiken. ,Sie un-
terrichten betroffene Personen auf Anfrage iiber deren personliche Rechte aus diesem Kir-
chengesetz, wobei spezifische MaBinahmen fiir Minderjéhrige besondere Beachtung fin-
den.

(3) Sie schulen die o6rtlich Beauftragten und bilden sie fort.

(4) Werden personenbezogene Daten in Drittléindern verarbeitet, priifen die Aufsichts-
behorden die Einhaltung der datenschutzrechtlichen Vorgaben und beraten iiber Moglich-
keiten einer gesetzeskonformen Verarbeitung.

(5) Die Aufsichtsbehdrden konnen auf Anregung der kirchenleitenden Organe oder von
Amts wegen Gutachten und Stellungnahmen zu Rechtssetzungsvorhaben, die sich auf den
Schutz von personenbezogenen Daten auswirken, abgeben.
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(6) Die Aufsichtsbehdrden konnen auf Anregung der kirchenleitenden Organe oder von
Amts wegen Mustervertrdge und Standards zur Verarbeitung personenbezogener Daten
erstellen, deren Einsatz und Umsetzung iiberpriifen und die Ergebnisse verdftentlichen;
sie sollen Listen geméf § 34 Absatz 5 bereitstellen.

(7) Kirchliche Gerichte unterliegen der Priifung durch die Aufsichtsbehdrden nur, soweit
sie in eigenen Angelegenheiten als Verwaltung titig werden.

(8) Der Priifung durch die Aufsichtsbehorden unterliegen nicht:
1. Aufzeichnungen gemiB § 3 Satz 1;

2. personenbezogene Daten, die dem Arztgeheimnis unterliegen, sofern die betroffene
Person nicht eingewilligt hat, sowie

3. personenbezogene Daten in Personalakten, wenn die betroffene Person der Priifung
der auf sie bezogenen Daten im Einzelfall widerspricht.

(9) Die Aufsichtsbehorden teilen die Ergebnisse ihrer Priifungen den verantwortlichen
Stellen mit. Damit kdnnen Vorschldge zur Verbesserung des Datenschutzes, insbesondere
zur Beseitigung von festgestellten Méingeln bei der Verarbeitung personenbezogener Da-
ten, verbunden sein.

(10),Die Beauftragten fiir den Datenschutz arbeiten zusammen und bilden eine Daten-
schutzkonferenz, auf der gemeinsame Stellungnahmen und Handreichungen zu Daten-
schutz- und Kohédrenzfragen beschlossen werden konnen. ,Sie tauschen mit den staatlichen
Aufsichtsbehdrden fiir den Datenschutz Erfahrungen und zweckdienliche Informationen
aus und geben im Bedarfsfall Stellungnahmen ab.

§ 44
Befugnisse

(1) Die Aufsichtsbehdrden kdnnen verlangen, dass die verantwortlichen Stellen sie bei
der Erfiillung ihrer Aufgaben unterstiitzen. ,Auf Verlangen ist ihnen Auskunft sowie Ein-
sicht in alle Unterlagen und Akten {iber die Verarbeitung personenbezogener Daten zu
geben, alle diesbeziliglichen Informationen bereitzustellen, insbesondere liber die gespei-
cherten Daten und iiber die eingesetzten Datenverarbeitungsprogramme. slhnen ist jeder-
zeit Zutritt zu allen Dienstrdumen, einschlieflich aller Verarbeitungsanlagen und -geréte
zu gewihren, um Untersuchungen und Uberpriifungen vorzunehmen. sStellen Aufsichts-
behorden fest, dass beabsichtigte Verarbeitungsvorgénge voraussichtlich gegen dieses
Kirchengesetz verstoflen, konnen sie Hinweise geben.

(2) iStellen die Aufsichtsbehorden Verstofie gegen die Datenschutzbestimmungen oder
sonstige Mingel bei der Verarbeitung personenbezogener Daten fest, so beanstanden sie
dies gegeniiber der verantwortlichen Stelle oder gegeniiber dem Auftragsverarbeiter und
fordern zur Stellungnahme innerhalb einer gesetzten Frist auf. ,Von einer Beanstandung
kann abgesehen werden, insbesondere wenn es sich um unerhebliche oder inzwischen
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beseitigte Méngel handelt. sMit der Aufforderung zur Stellungnahme kénnen Vorschlage
zur Beseitigung der Méngel oder zur sonstigen Verbesserung des Datenschutzes verbunden
werden. 4Die Stellungnahme soll eine Darstellung der Mainahmen enthalten, die aufgrund
der Mitteilung der Aufsichtsbehorde getroffen worden sind.

(3) Um einen rechtmdBigen Zustand wiederherzustellen oder eine drohende Verletzung
des Schutzes personenbezogener Daten abzuwenden, sind die Aufsichtsbehdrden befugt,
anzuordnen:

1. Verarbeitungsvorgénge auf bestimmte Weise und in einem bestimmten Zeitraum mit
diesem Kirchengesetz in Einklang zu bringen;

2. Verarbeitungsvorginge voriibergehend oder dauerhaft zu beschrianken oder zu unter-
lassen;

3. die Ubermittlung von Daten an einen Empfiinger in einem Drittland oder an eine in-
ternationale Organisation auszusetzen;

4. personenbezogene Daten zu berichtigen, zu 16schen oder die Verarbeitung einzu-
schrinken;

5. die von einer Verletzung des Schutzes personenbezogener Daten betroffene Person
entsprechend zu benachrichtigen;

6. dem Antrag der betroffenen Person zu entsprechen.

(4) Halten die Aufsichtsbehdrden einen Angemessenheitsbeschluss der Europdischen
Kommission nach § 10 Absatz 1 Nummer 1 oder eine von der Europédischen Kommission
erlassene oder genehmigte Standarddatenschutzklausel nach § 10 Absatz 1 Nummer 2, auf
deren Giiltigkeit es bei der Entscheidung der Aufsichtsbehdrden ankommt, fiir rechtswid-
rig, so konnen sie ihr Verfahren aussetzen und einen Antrag auf gerichtliche Entscheidung
stellen. ,Soweit nicht Besonderheiten der kirchlichen Verwaltungsgerichtsordnung entge-
genstehen, finden die Regelungen des § 21 des Bundesdatenschutzgesetzes entsprechende
Anwendung.

§ 45
Geldbufien

(1) 1VerstoBt eine verantwortliche Stelle oder ein kirchlicher Auftragsverarbeiter vorsitz-
lich oder fahrlédssig gegen Bestimmungen dieses Kirchengesetzes, so konnen die Auf-
sichtsbehdrden Geldbuflen verhdngen oder fiir den Wiederholungsfall androhen. ,Gegen
verantwortliche Stellen sind Geldbuflen nur zu verhdngen, soweit sie als Unternehmen im
Sinne des § 4 Nummer 19 am Wettbewerb teilnehmen.

(2) Die Aufsichtsbehorden stellen sicher, dass die Verhdngung von GeldbuBien in jedem
Einzelfall wirksam, verhéltnisméBig und abschreckend ist.
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(3) 1GeldbuBlen werden je nach den Umstédnden des Einzelfalls verhéngt. ,Bei der Ent-
scheidung iiber die Verhdngung einer Geldbufle und iiber deren Betrag wird in jedem
Einzelfall Folgendes gebiihrend beriicksichtigt:

1. Art, Schwere und Dauer des VerstoBes unter Beriicksichtigung der Art, des Umfangs
oder des Zwecks der betreffenden Verarbeitung sowie der Zahl der von der Verar-
beitung betroffenen Personen und des Ausmalfes des von ihnen erlittenen Schadens;

2. Vorsitzlichkeit oder Fahrlassigkeit des Verstof3es;

3. jegliche von der verantwortlichen Stelle oder dem Auftragsverarbeiter getroffenen
Mafnahmen zur Minderung des den betroffenen Personen entstandenen Schadens;

4.  der Grad der Verantwortung der verantwortlichen Stelle oder des Auftragsverarbei-
ters unter Berticksichtigung der von ihnen gemaf} § 27 getroffenen technischen und
organisatorischen Mafinahmen;

5. etwaige einschldgige frilhere Verstole der verantwortlichen Stelle oder des Auf-
tragsverarbeiters;

6. die Bereitschaft zur Zusammenarbeit mit der Aufsichtsbehorde, um dem Verstof3
abzuhelfen und seine mdglichen nachteiligen Auswirkungen zu mindern;

7.  die Kategorien personenbezogener Daten, die von dem Verstof3 betroffen sind;

8.  die Art und Weise, wie der Verstof3 der Aufsichtsbehorde bekannt wurde, insbeson-
dere ob und gegebenenfalls in welchem Umfang die verantwortliche Stelle oder der
Auftragsverarbeiter den Versto3 mitgeteilt hat;

9.  die Einhaltung der frither gegen die verantwortliche Stelle oder den Auftragsverar-
beiter in Bezug auf denselben Gegenstand angeordneten MaBnahmen, sofern solche
MafBnahmen angeordnet wurden;

10. jegliche anderen erschwerenden oder mildernden Umsténde im jeweiligen Fall, wie
unmittelbar oder mittelbar durch den Verstof erlangte finanzielle Vorteile oder ver-
miedene Verluste.

(4) VerstoBit eine verantwortliche Stelle oder ein kirchlicher Auftragsverarbeiter bei glei-
chen oder miteinander verbundenen Verarbeitungsvorgingen vorsétzlich oder fahrldssig
gegen mehrere Bestimmungen dieses Kirchengesetzes, so iibersteigt der Gesamtbetrag der
GeldbuBe nicht den Betrag fiir den schwerwiegendsten Verstof3.

(5) Bei VerstoBen werden im Einklang mit Absatz 3 Geldbuflen von bis zu sechs Millionen
Euro verhingt.

(6) Geldbulen werden je nach den Umsténden des Einzelfalls zusétzlich oder anstelle von
MalBnahmen nach § 44 Absatz 3 verhéngt.
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Kapitel 7
Rechtsbehelfe und Schadensersatz

§ 46
Recht auf Beschwerde

(1) Jede Person kann sich unbeschadet anderweitiger Rechtsbehelfe mit einer Beschwerde
an die Aufsichtsbehdrde wenden, wenn sie der Ansicht ist, bei der Verarbeitung ihrer
personenbezogenen Daten in ihren Rechten verletzt worden zu sein.

(2) Die Aufsichtsbehorde unterrichtet die betroffene Person iiber den Stand und das Er-
gebnis der Beschwerde und weist auf die Moglichkeit gerichtlichen Rechtsschutzes geméf
§ 47 hin.

(3) Niemand darf wegen der Mitteilung von Tatsachen, die geeignet sind, den Verdacht
aufkommen zu lassen, dieses Kirchengesetz oder eine andere Rechtsvorschrift iiber den
Datenschutz sei verletzt worden, gemafBregelt oder benachteiligt werden. ;Mitarbeitende
miissen fiir Mitteilungen an die Aufsichtsbehoérde nicht den Dienstweg einhalten.

§ 47
Rechtsweg
(1) Der Rechtsweg zu den kirchlichen Verwaltungsgerichten ist eréffnet
1. fiir Klagen gegen Verwaltungsakte und andere Entscheidungen der Aufsichtsbehor-
den,

2. fiir Klagen in Féllen, in denen sich die Aufsichtsbehorde nicht mit einer Beschwerde
gemil § 46 befasst oder die betroffene Person nicht innerhalb von drei Monaten {iber
den Stand oder das Ergebnis der erhobenen Beschwerde in Kenntnis gesetzt hat,

3. fiir Klagen betroffener Personen gegen kirchliche Stellen und Auftragsverarbeiter
wegen einer Verletzung ihrer Rechte aus diesem Kirchengesetz,

4.  fiir Klagen der Aufsichtsbehdrden gegen kirchliche Stellen und Auftragsverarbeiter,
soweit dies zur Durchsetzung ihrer Befugnisse erforderlich ist.

(2) Die Zustiandigkeit fiir Klagen gegen die Aufsichtsbehdrde nach § 39 Absatz 2 richtet

sich nach § 5 des Kirchengerichtsgesetzes der Evangelischen Kirche in Deutschland in der

jeweils geltenden Fassung. ,Vor der Erhebung einer solchen Klage ist kein Vorverfahren
durchzufiihren.

§48
Schadensersatz durch verantwortliche Stellen

(1) 1Jede Person, der wegen einer Verletzung der Regelungen iiber den kirchlichen Da-
tenschutz ein Schaden entstanden ist, hat nach diesem Kirchengesetz Anspruch auf Scha-
densersatz gegen die verantwortliche Stelle oder den kirchlichen Auftragsverarbeiter.
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»Wegen eines Schadens, der nicht Vermdgensschaden ist, kann die betroffene Person eine
angemessene Entschidigung in Geld verlangen.

(2) Eine verantwortliche Stelle oder ein kirchlicher Auftragsverarbeiter wird von der
Haftung gemdf3 Absatz 1 befreit, wenn sie oder er nachweist, fiir den eingetretenen Schaden
nicht verantwortlich zu sein.

(3) Auf das Mitverschulden der betroffenen Person ist § 254 des Biirgerlichen Gesetz-
buches und auf die Verjahrung sind die Verjahrungsfristen fiir unerlaubte Handlungen des
Biirgerlichen Gesetzbuches entsprechend anzuwenden.

(4) Mehrere Ersatzpflichtige haften als Gesamtschuldner im Sinne des Biirgerlichen Ge-
setzbuches.

(5) Vorschriften, nach denen Ersatzpflichtige in weiterem Umfang als nach dieser Vor-
schrift haften oder nach denen andere fiir den Schaden verantwortlich sind, bleiben unbe-
riihrt.

Kapitel 8
Vorschriften fiir besondere Verarbeitungssituationen

§49
Verarbeitung personenbezogener Daten bei Dienst- und Arbeitsverhiltnissen

(1) Daten von Beschiftigten diirfen nur verarbeitet werden, soweit dies zur Begriindung,
Durchfiihrung, Beendigung oder Abwicklung des Beschéftigungsverhdltnisses oder zur
Durchfiihrung organisatorischer, personeller und sozialer Mafinahmen, insbesondere auch
flir Zwecke der Personalplanung und des Personaleinsatzes, erforderlich ist oder eine
Rechtsvorschrift, ein Tarifvertrag oder eine Dienstvereinbarung dies vorsieht.

(2) Im Zusammenhang mit dem Verdacht auf Straftaten und Amtspflichtverletzungen,
die durch Beschéftigte begangen wurden, insbesondere zum Schutz moglicher Betroffener,
diirfen unter Beachtung des VerhiltnisméBigkeitsgrundsatzes personenbezogene Daten
von Beschéftigten verarbeitet werden, solange der Verdacht nicht ausgerdumt ist und die
Interessen von moglichen Betroffenen dies erfordern.

(3) iErfolgt die Verarbeitung personenbezogener Daten von Beschéftigten auf der Grund-
lage einer Einwilligung, so sind fiir die Beurteilung der Freiwilligkeit der Einwilligung
insbesondere die im Beschéftigungsverhéltnis bestehende Abhédngigkeit der beschaftigten
Person sowie die Umsténde, unter denen die Einwilligung erteilt worden ist, zu beriick-
sichtigen. ,Freiwilligkeit kann insbesondere vorliegen, wenn fiir die beschiftigte Person
ein rechtlicher oder wirtschaftlicher Vorteil erreicht wird oder die verantwortliche Stelle
und die beschaftigte Person gleichgelagerte Interessen verfolgen. ;Die Einwilligung bedarf
der Textform, soweit nicht wegen besonderer Umsténde eine andere Form angemessen ist.
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4Die verantwortliche Stelle hat die beschéftigte Person iiber den Zweck der Datenverar-
beitung und tiber ihr Widerrufsrecht aufzuklaren.

(4) Eine Offenlegung der Daten von Beschéftigten an Personen und Stellen auflerhalb des
kirchlichen Bereichs ist nur zuldssig, wenn kirchliche Interessen nicht entgegenstehen und

1. die empfangende Person oder Stelle ein iiberwiegendes rechtliches Interesse darlegt;

2. Art oder Zielsetzung der dem oder der Beschiftigten iibertragenen Aufgaben die
Offenlegung erfordert;

3. offensichtlich ist, dass die Offenlegung im Interesse der betroffenen Person liegt und
keine Anhaltspunkte vorliegen, dass sie in Kenntnis des Zwecks der Offenlegung
ihre Einwilligung nicht erteilen wiirde;

4.  sie zur Aufdeckung einer Straftat oder Amtspflichtverletzung oder zum Schutz még-
licher Betroffener erforderlich erscheint oder

5. die Offenlegung zur institutionellen Aufarbeitung sexualisierter Gewalt gemél3 § 50a
erforderlich ist.

(5) Die Offenlegung an kiinftige Dienstherren, Dienst- oder Arbeitgeber ist nur mit Ein-
willigung der betroffenen Person zuldssig, es sei denn, dass eine Abordnung oder Verset-
zung vorbereitet wird, die der Zustimmung der oder des Beschiftigten nicht bedarf, oder
dass diese zur Verhiitung méglicher Straftaten oder Amtspflichtverletzungen erforderlich
erscheint.

(6) 1Verlangt die verantwortliche Stelle zur Begriindung oder im Rahmen eines Beschif-
tigungsverhaltnisses medizinische oder psychologische Untersuchungen und Tests, hat sie
Anlass und Zweck der Begutachtung moglichst titigkeitsbezogen zu bezeichnen. ;Ergeben
sich keine medizinischen oder psychologischen Bedenken, darf die verantwortliche Stelle
lediglich die Offenlegung des Ergebnisses der Begutachtung verlangen; ergeben sich Be-
denken, darf auch die Offenlegung der festgestellten moglichst tatigkeitsbezogenen Risi-
kofaktoren verlangt werden. ;Im Ubrigen ist eine Weiterverarbeitung der bei den Unter-
suchungen oder Tests erhobenen Daten ohne schriftliche Einwilligung der betroffenen
Person nur fiir den Zweck zuléssig, fiir den sie erhoben worden sind.

(7) \Personenbezogene Daten, die vor Begriindung eines Beschéftigungsverhéltnisses er-
hoben wurden, sind unverziiglich zu 16schen, sobald feststeht, dass ein solches nicht zu-
stande kommt. ,Dies gilt nicht, soweit liberwiegende berechtigte Interessen der verant-
wortlichen Stelle der Loschung entgegenstehen oder die betroffene Person in die weitere
Speicherung einwilligt. sNach Beendigung eines Beschéftigungsverhéltnisses sind perso-
nenbezogene Daten zu 16schen, soweit diese Daten nicht mehr benétigt werden.

(8) Die Ergebnisse medizinischer oder psychologischer Untersuchungen und Tests der
Beschiftigten diirfen automatisiert nur verarbeitet werden, wenn dies dem Schutz der oder
des Beschiftigten dient.
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(9) Soweit Daten der Beschéftigten im Rahmen der Maflnahmen zur Datensicherung ge-
speichert werden, diirfen sie nicht fiir andere Zwecke, insbesondere nicht fiir Zwecke der
Verhaltens- oder Leistungskontrolle, genutzt werden.

§50
Verarbeitung personenbezogener Daten
zu Archivzwecken, Forschungszwecken und zu statistischen Zwecken

(1) Personenbezogene Daten diirfen zu im kirchlichen oder 6ffentlichen Interesse liegen-
den Archivzwecken, zu wissenschaftlichen oder historischen Forschungszwecken oder zu
statistischen Zwecken verarbeitet werden, soweit geeignete Garantien fiir die Rechte und
Freiheiten der betroffenen Personen vorgesehen werden.

(2) Die Offenlegung personenbezogener Daten an andere als kirchliche Stellen fiir die
Zwecke der Forschung oder Statistik ist nur zuldssig, wenn diese sich verpflichten, die
offengelegten Daten nicht fiir andere Zwecke zu verarbeiten und die Vorschriften der Ab-
sdtze 3 und 4 einzuhalten.

(3) (Fiir Zwecke der Forschung oder Statistik erhobene oder gespeicherte personenbezo-
gene Daten sind zu anonymisieren, sobald dies mdglich ist. ;Bis dahin sind die Merkmale
gesondert zu verarbeiten, mit denen Einzelangaben iiber personliche oder sachliche Ver-
hiltnisse einer identifizierten oder identifizierbaren Person zugeordnet werden konnen.
3Sie diirfen mit den Einzelangaben nur zusammengefiihrt werden, soweit der Zweck dies
erfordert.

(4) Die Veroffentlichung personenbezogener Daten, die fiir Zwecke der Forschung oder
Statistik tibermittelt wurden, ist nur mit Zustimmung der tibermittelnden Stelle zuldssig.
»,Die Zustimmung kann erteilt werden, wenn

1. die betroffene Person eingewilligt hat oder
2. dies fiir die Darstellung von Forschungsergebnissen iiber Ereignisse der Zeitgeschichte
unerlédsslich ist.

(5) Die ordnungsgeméle Archivierung von anzubietenden und zu {ibergebenden Unter-
lagen durch das zustindige Archiv ersetzt die nach kirchlichen oder staatlichen Rechts-
vorschriften erforderliche Loschung, wenn die Archivierung so erfolgt, dass Personlich-
keitsrechte der betroffenen Person oder Dritter nicht beeintrachtigt werden.

(6) Soweit kirchliche Stellen verpflichtet sind, Unterlagen dem zustdndigen Archiv zur
Ubernahme anzubieten, ist eine Léschung erst zul4ssig, nachdem die Unterlagen angebo-
ten worden und nicht als archivwiirdig iibernommen worden sind.

09.02.2026 ELKiO 43



1.040 EKD-Datenschutzgesetz

§ 50a
Verarbeitung personenbezogener Daten
zur institutionellen Aufarbeitung sexualisierter Gewalt

(1) 1An der institutionellen Aufarbeitung sexualisierter Gewalt besteht ein {iberragendes
kirchliches Interesse. -Personenbezogene Daten diirfen zum Zwecke der institutionellen
Aufarbeitung sexualisierter Gewalt verarbeitet werden.

(2) 1lhre Offenlegung ist ohne Einwilligung der Betroffenen im Sinne dieses Kirchenge-
setzes durch die Bereitstellung von Unterlagen, die Informationen iiber Vorgénge sexua-
lisierter Gewalt enthalten oder von denen dieses aufgrund tatsédchlicher Anhaltspunkte an-
zunehmen ist, zum Zwecke der institutionellen Aufarbeitung sexualisierter Gewalt gegen-
iiber Wissenschaftlerinnen und Wissenschaftlern oder von der zusténdigen kirchlichen
Stelle Beauftragten zuldssig,

1. wenn die Datenempfangenden ein Datenschutzkonzept vorlegen, das den Anforde-
rungen dieses Kirchengesetzes entspricht und

2. sie auf das Datengeheimnis gemél § 26 und darauf verpflichtet wurden, die Daten
ausschlieBlich fiir die bestimmten Zwecke zu verarbeiten.

»§ 50 Absatz 3 gilt entsprechend.

(3) § 17 Absatz 3 findet keine Anwendung.

(4) Die Veroffentlichung personenbezogener Daten, die fiir Zwecke der institutionellen

Aufarbeitung sexualisierter Gewalt offengelegt wurden, ist nur mit Zustimmung der of-
fenlegenden Stelle zuldssig. ,Die Zustimmung ist zu erteilen, wenn

1. die Verdffentlichung fiir die institutionelle Aufarbeitung sexualisierter Gewalt auf-
grund der Stellung als Person der Zeitgeschichte unerlésslich ist oder

2. die betroffene Person in die Ver6ffentlichung eingewilligt hat.

sVor Erteilung der Zustimmung nach Satz 2 Nummer 1 ist die betroffene Person anzuhoren.
sPersonenbezogene Daten von Betroffenen sexualisierter Gewalt werden ausschlielich
nach Satz 2 Nummer 2 verdffentlicht.

(5) Der Rat der Evangelischen Kirche in Deutschland kann durch Rechtsverordnung mit
Zustimmung der Kirchenkonferenz das Nihere regeln.

§ 50b
Mitgliederkommunikation

(1) Diekirchlichen juristischen Personen des 6ffentlichen Rechts verarbeiten Meldedaten
und kirchliche Daten des Gemeindegliederverzeichnisses zur Erfiillung ihrer Aufgaben,
insbesondere um gruppen- oder personenbezogen mit den Mitgliedern zu kommunizieren.
»Dies schliefit die Nutzung von Kommunikationsdaten ein, soweit ein Widerspruch dem
nicht entgegensteht.
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(2) Die gemeindebezogene Offenlegung personenbezogener Daten anldsslich von Amts-
handlungen und Jubilden ist zuldssig, soweit ein Widerspruch dem nicht entgegensteht.

(3) Die Verarbeitung nach Absatz 1 kann mit dem Werben um persénlichen und finan-
ziellen Einsatz fiir kirchliche und diakonische Zwecke (Fundraising) verbunden werden,
soweit ein Widerspruch dem nicht entgegensteht.

§51
Verarbeitung personenbezogener Daten durch die Medien

(1) Soweit personenbezogene Daten von verantwortlichen Stellen ausschlieBlich fiir ei-
gene journalistisch-redaktionelle oder literarische Zwecke verarbeitet werden, gelten von
den Vorschriften dieses Kirchengesetzes nur die §§ 8, 22, 25, 26 und 48. Hierunter fallt
die Herausgabe von Adressen-, Telefon- oder vergleichbaren Verzeichnissen nur, wenn
mit ihr zugleich eine journalistisch-redaktionelle oder literarische Tétigkeit verbunden ist.

(2) Fiihrt die journalistisch-redaktionelle Verarbeitung personenbezogener Daten zur
Ver6ffentlichung von Gegendarstellungen der betroffenen Person, so sind diese Gegen-
darstellungen zu den gespeicherten Daten zu nehmen und fiir dieselbe Zeitdauer aufzube-
wahren wie die Daten selbst.

(3) 1Wird jemand durch eine Berichterstattung in seinem Personlichkeitsrecht beeintrich-
tigt, so kann er Auskunft tiber die der Berichterstattung zugrundeliegenden, zu seiner Per-
son gespeicherten Daten verlangen. ,Die Auskunft kann verweigert werden, soweit aus
den Daten auf die berichtenden oder einsendenden Personen oder die Gewédhrsleute von
Beitrdgen, Unterlagen und Mitteilungen fiir den redaktionellen Teil geschlossen werden
kann. ;Die betroffene Person kann die Berichtigung unrichtiger Daten verlangen.

§52
Videoiiberwachung offentlich zugiinglicher Riume

(1) Die Beobachtung offentlich zugénglicher Bereiche innerhalb und aufBlerhalb von
Dienstgebduden mit optisch-elektronischen Einrichtungen ist nur zuldssig, soweit sie

1. in Ausiibung des Hausrechts der kirchlichen Stelle oder
2. zum Schutz von Personen und Sachen

erforderlich ist und keine Anhaltspunkte dafiir bestehen, dass schutzwiirdige Interessen
der Betroffenen liberwiegen. ,Das Interesse an der nicht iiberwachten Teilnahme am Got-
tesdienst ist besonders schutzwiirdig.

(2) Der Umstand der Beobachtung und der Name und die Kontaktdaten der verantwort-
lichen Stelle sind durch geeignete Mainahmen zum frithestméglichen Zeitpunkt erkennbar
zu machen.
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(3) Die Verarbeitung von nach Absatz 1 erhobenen Daten ist zuldssig, wenn sie zum
Erreichen des verfolgten Zweckes erforderlich ist und keine Anhaltspunkte bestehen, dass
schutzwiirdige Interessen der Betroffenen iiberwiegen.

(4) 1Werden durch Videoiiberwachung erhobene Daten einer bestimmten Person zuge-
ordnet und verarbeitet, so ist diese iiber die jeweilige Verarbeitung zu benachrichtigen.
»Von der Benachrichtigung kann abgesehen werden,

1. solange das offentliche Interesse an der Strafverfolgung das Recht auf Benachrich-
tigung der betroffenen Person erheblich tiberwiegt oder

2. wenn die Benachrichtigung im Einzelfall einen unverhiltnismafigen Aufwand er-
fordert.

(5) Die Daten sind unverziiglich zu 16schen, wenn sie zur Erreichung des Zwecks nicht
mehr erforderlich sind oder schutzwiirdige Interessen der Betroffenen einer weiteren Ver-
arbeitung entgegenstehen.

§53
Gottesdienste und kirchliche Veranstaltungen

Die Aufzeichnung oder Ubertragung von Gottesdiensten oder kirchlichen Veranstaltungen
einschlieBlich ihrer Veroffentlichung ist datenschutzrechtlich zuldssig, wenn die betrof-
fenen Personen vor der Teilnahme durch geeignete Mallnahmen {iber Art und Umfang der
Verarbeitung informiert werden.

Kapitel 9
Schlussbestimmungen

§ 54
Erginzende Bestimmungen
(1) Der Rat der Evangelischen Kirche in Deutschland kann durch Rechtsverordnung mit
Zustimmung der Kirchenkonferenz Durchfithrungsbestimmungen zu diesem Kirchenge-
setz und ergidnzende Bestimmungen zum Datenschutz erlassen.

(2) Die Gliedkirchen kdnnen fiir ihren Bereich Durchfiihrungsbestimmungen zu diesem
Kirchengesetz und ergénzende Bestimmungen zum Datenschutz erlassen, soweit sie dem
Recht der Evangelischen Kirche in Deutschland nicht widersprechen.

(3) 1Soweit personenbezogene Daten von Sozialleistungstrigern offengelegt werden, gel-
ten zum Schutz dieser Daten ergéinzend die staatlichen Bestimmungen entsprechend.
»Werden hierzu Bestimmungen geméf} Absatz 1 erlassen, ist vorher das Evangelische Werk
fiir Diakonie und Entwicklung anzuhoren.
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§55
Ubergangsregelungen

(1) |Bisherige Bestellungen der Beauftragten fiir den Datenschutz gemél den §§ 18 bis
18b des EKD-Datenschutzgesetzes in der Fassung der Bekanntmachung vom 1. Januar
2013 (ABL EKD S. 2, S. 34) gelten fort. ,Fiir diese Bestellungen gelten die Regelungen
der §§ 39 bis 45 mit Inkrafttreten dieses Kirchengesetzes.

(2) iBisherige Bestellungen der Betriebsbeauftragten und ortlichen Beauftragten fiir den
Datenschutz gemil § 22 des EKD-Datenschutzgesetzes in der Fassung der Bekanntma-
chung vom 1. Januar 2013 (ABI. EKD S. 2, S. 34) gelten fort. ,Fiir diese Bestellungen
gelten die Regelungen der §§ 36 bis 38 mit Inkrafttreten dieses Kirchengesetzes.

§ 56
Inkrafttreten, Auflerkrafttreten
1§ 55 Absatz 4 tritt am Tag nach der Verkiindung in Kraft. ,m Ubrigen tritt dieses Kir-
chengesetz am 24. Mai 2018 in Kraft. ;Gleichzeitig tritt das EKD-Datenschutzgesetz in
der Fassung der Bekanntmachung vom 1. Januar 2013 (ABL EKD S. 2, S. 34) aufer Kraft.
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